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About This Manual

The user manual is suitable for DVW-W02W2-E2 and DVW-W02W2-E2-CN. Owing to the limitation of the radio frequency
policy, if you need to use the Delta DVW series products in China areas, please refer to the model name

DVW-WO02W2-E2-CN on the Delta website, or contact our branch offices or distributors.

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class A digital device, pursuant to Part 15 of the
FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a residential
installation. This equipment generates, uses and can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does cause harmful interference to
radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try

to correct the interference by one of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void

the user's authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device
may not cause harmful interference, and (2) this device must accept any interference received, including interference that
may cause undesired operation.

Operations in the 5.15-5.25GHz band are restricted to indoor usage only.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment

should be installed and operated with minimum distance 20cm between the radiator & your body.
Country Code selection feature to be disabled for products marketed to the US/CANADA.

The equipment intended be used in telecommunication center.
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Chapter 1 Product Introduction

CE Declaration of Conformity

The DVW series switches are CE certificated products, they could use in any kind of the environments under CE
environment specification. For keeping more safe application, we strongly suggest to use the CE-compliant industrial

enclosure products.

NCC &&&
Bl R IBES MPE {Z2%2E(MPE) 1mW/cm?2 - ZRIZEMREES 0.065mW/cm2

R RBERZBEINRGEER - JFEH D - A8 BRIEABIABEELEERER - MANEHEER
RETZHHRINAE

BINRGREH ZERABEERMZERTEGRBE , KRRETERER - BUlER  TREEET
BRLSHEEBER -

AIRERBE  BREREREFEZEBREEE - BNXGRERADISEZBENLHE NEREBEHE
R EEREZTE -

maREWmERAE (UNID

£ 5.25-5.35 WHMRFNIRFZEGEMSHRE  RREAER -
RREMERRERRGIBEZTEEASTESABRE , NEMTE  BUFR  &ETEZE BT
HErEER -

BEENERBENREHEBEFRERBEN  NRREMBEAFM Pt ESERIF - EHENEREBERR
BIERE D -
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1.1 Feature

Thank you for purchasing the DVW Industrial Wireless AP/WDS/Client/Gateway. The DVW series wireless devices are
equipped with the intelligent alarm function, and allow the wide range of operating temperature (-40 to 75°C). The DVW
series devices are designed to support the application in any rugged environment and comply with UL, CE and FCC

standards.

1.1.1 High Performance Network Technology

* 10/100/1000Base-TX

*  Auto negotiation speed

*  Auto MDI/MDI-X

e 802.11a/b/g/n, up to 450 Mbps

1.1.2 Industrial Grade Reliability

Redundant dual DC power inputs

1 set of Digital Input

1 set of Relay Alarm

1.1.3 Robust Design

e Operating temperature: -40~75°C
e Storage temperature: -40~85°C
e Humidity: 5%~95% (non-condensing)

e Protection: IP40

1-4



Chapter 1 Product Introduction

1.1.4 Front Panel Ports and LEDs

Antenna
minal Resistor
PWR LED
Status LED
DI LED Serial Ports
COM TX/RX LED
RJA45 Ports

USB Console Port

Reset Button
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1.1.5 Buttom Panel

B

o
£
s
c
S
o
S
O

Screw

DO PWR Ports

Port

DI
Port
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Chapter 1 Product Introduction

1.2 Antenna Installation

Please connect 3 antennas to the DVW device. You can adjust the direction or angle of the antennas if the wireless signal

is unstable.

1.2.1 Package Checklist

*  One Delta DVW Wireless AP/WDS/Client Gateway
*  Omni-directional Antenna x3

*  Wall mounting Plate x1

* USB Type Ato Type B console cable x1

*  User manual and software CD

e Instruction Sheet

1-7



Chapter 2 User Interface Introduction

Table of Contents

2.1 USB Console CoNfiguration .......ccccovveiiiiiiiiiiiiieei e eeine e anns 2-2
2.2 Telnet Console Configuration ..........cocoiiiiiiiiiiii e 2-7
2.3 Web Browser Configuration.........coveuviiiiiieiiiiiieieeieeeeeeree e ens 2-8

2-1



™

DVW Series Industrial IEEE 802.11 a/b/g/n Wireless AP/WDS/Client/Gateway User Manual

2.1 USB Console Configuration

Delta DVW devices supports configuration using CLI interface, it mainly includes six parts:
1. Exit (Exit this CLI session)
2. Maintenance (some utility commands for maintenance related details)

load_default

3. network_setting (some utility commands for network details)

get_dns get_gateway get_ip_address
get_ip_configuration get_subnet_mask set_dns
set_gateway set_ip_address set_ip_configuration
set_subnet_mask view_setting

4. restart (restart the device)

5. system_info_setting (some utility commands for system information related details)

get_device_contact_info get_device_description get_device_location
get_device_name set_device_contact_info set_device_decription
set_device_location set_device_name view_setting

6. time_setting (some utility commands for time related details)

get_local_time get_timeserverl get_timeserver2
get_timezone set_local_time set_timeserverl
set_timeserver2 set_timezone view_setting

You can use terminal software to connect to Delta DVW devices. Before you use CLI interface, please plug
USB cable on USB port with baud rate 115200. The inactivity timeout value on a serial port connection can be

configured between 0 and 160 minutes. (Value 0: disable the timeout.)
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Chapter 2 User Interface Introduction

Below is an example to show you how to set the device name.

1.

2.

Open terminal software, and select an appropriate COM port for Console Connection, 115200 for Baud

Rate, 8 for Data Bits, None for Parity, and 1 for Stop Bits, None for Flow Control.

Part Settings |
Caunt
Enter Bits per second: | |yREIE]
Aread
[rata bits: | g v |
Phong
Canng Farity: | More L |
Stop bits: | 1 v |
L
Ed Flows cantral: | Mohe v |
Restore Defaults
v
< ok | [ cenesl | el >
Disconnected fuko detect 115200 5-M-1

Type clash and then press Enter.

“& DVW - HyperTerminal

File Edit Wiew Call Transfer Help
0= & =07/
BusyBox v1.4.2 (2014-02-19 11:46:36 EST) Built-in shell (ash) ~
Enter ’‘help’ for a list of built-in commands.
‘T {,—-——-- L ———=- ,———=- AT T T -
i - i -__d [ N B _ii _1i
b il [ DR R AN Y D N DA A
| I"'HTRELCESS FREEDOM
KAMIKAZE (BTeeding edge, rl1l8571) —-—-—c——-—emeaeuo
¥ 10 oz Vodka ghake well with ice and strain
¥ 10 oz Triple sec mixture into 1@ shot glasses.
¥ 10 oz lime juice Salute!?
[root @DVW-WA2W2-E2: /# clish|
KRR RN NN AN AR RN E RN A ER KKK
¥ CLISH (see-lish) X
¥ ¥
E WARNING: Authorised Access Only X
i1t i T Ity
sh: whoami: not found
Eelcome it is Thu Jan 1 @0:89:33 UTC 197@
< | >:
Connected 00:01:23 Auto detect 115200 8-N-1 MM
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3. Type system_info_setting and then press Enter.

‘& DYW - HyperTerminal
File Edit View Call Transfer Help

- —1 . i

_______ SN DU S i —
i "HTRECLC E g s F'RE

AZE (ETeedlng edge r18571) --------————— -

oz VYodka hake well with ice and strain

oz Triple sec mixture into 10 shot glasses.

@ oz lime juice Salute!

root @DVH-HB2ZWZ-E2: ## clish

mM--—
d
o

R —————

™
el

E CLISH (see-lish) L
* ¥
* WARNING: Authorised Access Only E

sh: whoami: not found
i 1 98:89:33 UTC 1970
system_info_settin

get_device_contact_info get_device_description get_device_location
get_device_pame set_device_contact_info set_device_description
set_device_location set_device_name view_setting

> system_info_setting _

< >

Connected 00:03:11 #Auto detect 115200 &-N-1 UM

PS. You can make full by use TAB to complete the command that you want to type.

4. Type set_device_name and the new device name, such as “test”, and then press Enter.

“& DVYW - HyperTerminal
File Edt Wiew Call Transfer Help

= 3 08 &

¥ 10 oz Vodka Shake well with ice and strain ~
¥ 10 oz Triple sec mixture into 1@ shot glasses.
¥ 180 oz lime juice Salute!

root @DVH-WB2ZWZ-E2: #/# clish

* CLISH (see-lish) ®
® ¥
¥ WARNING: Authorised Access Only ¥

sh: whoami: not found

Helcome it is Thu Jan 1 80:89:33 UTC 1970

> system_info_setting

get_device_contact_info get_device_description get_device_location
get _device_name set dev1ce —contact_info set_device_description
i i 5 view_setting

system_info_setting set_device_name tes

e 3 ev1ce name o Test
process 'snmps sing obsolete setsockopt SO BSDCOMPAT
iso.3.6.1.4.1. 6785 5@1 ?.1.1.2.@ = STRING: st"
glicmd set done.
< )v

Connected 00:04:12 Auko detect 115200 §-N-1 MUK
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5. The device name had changed to “test”, you can use “get_device_name” to see it.

“& DYW - HyperTerminal

File Edit Wiew Cal Transfer Help

= B DB

root @DVH-WO2W2-E2: ## clish

* CLISH (see-lish) *
* *
* WARNING: Authorised Access Only *

sh: whoami: not found

Helcome it is Thu Jan 1 98:89:33 UTC 1978

> system_info_setting

get_device_contact_info get_device_description get_device_location
get_device_name set_device_contact_info set_device_description
set_device_location set_device_name view_setting

> system_info_setting set_device_name test

Set the aev1ce name to test

process ‘snmpset’ 51n obsolete setsockopt SO BSDCOMPAT
iso.3.6.1.4.1. 6785 5@1 STRING:
system_intfo_settin et_device_name
Process 'snmpge is using obsolete setsockopt SO_BSDCOMPAT
gh device name is :"test"
< >
Connected 00:05:13 Auto detect 115200 3-N-1 TLIR

6. Type exit to exit this CLI session.

“& DYW - HyperTerminal

File Edit Wiew Cal Transfer Help
= B DB
Enter 'help’' for a list of built-in commands. ~

_______ —_—r —_—

R A R
I RN
_ . [ N
HWTRELCETSS FREE U
KAMIKAZE EIeedlng edge r18571) -—----—--— - — -
*# 10 oz V dka hake well with ice and strain
% 10 oz Triple sec mixture into 1@ shot glasses.
¥ 10 oz lime juice Salute!

root®test:/# clish

% CLISH (see-lish) *
* *
% WARNING: Authorised Access Only *

sh: whoami: not_ found

delcome it is Thu Jan 1 @2:01:27 UTC 1970
> exit

root@test: /# _

4 ¥
Connected 00:05:31 Auto detect 115200 8-N-1 UM
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7. Sometimes if you don't know how to use the command (such as what does this command mean, or how to

set the parameter in right format, etc), you can type “?” to see the help information.

For example, if you want to set the local time to 2014/02/27 10:11:30, you may know type time_setting and

then type set_local_time, but the next? How should | input the time? You can type ? to see the help
information.
Complete command: “time_setting set_local_time ?” (After you click “?”, the help information will

display.)

‘& DYW - HyperTerminal
File Edit Wiew Call Transfer Help

D ~ 3 OF

¥ 10 oz lime juice Salute!

root®test:/# clish

E CLISH (see-lish) E
¥ ¥
® WARNING: Authorised Access Only ¥

EEEXEEEXEEXLZEEEXEXEXEEAREEEEXRLLEXRRLEERXERXEERNRXX

sh: whoami: not found
Eelcome it is Thu Jan 1 @20:0@:42 UTC 197@

exit Exit this CLI session

maintenance some utility commands for maintenance related dets
network_setting some utility commands for network details

restart restart the device

system_info_setting some utility commands for time related details
tilme_setting some utility commands for time related details

h tlme 5ett1ng set_local timel
using our cloc The current time

> time_setting set_local_time

£ ¥
Connected 00:05:04 Auko detect 115200 8-M-1 MM

8. Finally, you had got to know type 10:11:30 27 02 2014

“& DVW - HyperTerminal
File Edit Wiew Call Transfer Help

get_timeserverZ Get the time server?Z
get_timezone Get the time zone
set_local_time Set the local time
set_timeserverl Set the time serverl
set_timeserver?2 Set the time server?2
set_timezone Set the timezone
view_setting time setting view

> tlme setting set_local_time
MM:SS using 24 hour clock The current time

> time settlng set local tlme 1@ 11 3@
Calenda nth "Da nth (@1,/02/03/04/05/06/07 /08,0916
3/14/15/16/17/18/19/2@/21/2 /23/24/25/26/27/28/29/36/31)

> time_setting set_local_time 10:11:3@ 27
Month of the year Month of year (81/02/03/04/05/06/07/28/09/10/11/12)

> time_setting set_local_time 10:11:30 27 82
ear Year ?1993 . 2035Y

> time setting set_local_time 12:11:30 27 @2 2014
;hu Feb 27 1@:11:3@ UTC Z@14

< ¥
Connected 00:15:29 Auto detect 115200 §-N-1 UM
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2.2 Telnet Console Configuration

Delta DVW device supports telnet server function; it can be globally enabled or disabled. The user

can use all CLI command over a telnet session.
1. Open a Command Prompt and input “telnet 192.168.1.5" to login to Delta DVW device.

ommand Prompt

icrosoft Windows X¥P [Uersion 5.1.26801
{C> Copyright 19852801 Microsoft Corp.

C-~Documents and SettingssadminXtelnet 192.168.1.5_

2. After input user name and password, you can use CLI command to control the device.

Telnet 192.168.1.5
DUW login: admin
Password:

BuzyBox vl 4.2 (2013-11-87 12:56:27 EST» Built—in shell {ash>
Enter 'help® for a list of built—in commands.

i_ i1 WIRE 5
KAMIKAZE <(hleeding edge. »l
#* 18 oz Uodka Shake well with ice and strain
# 1@ oz Triple sec mixture into 18 shot glasses.

lime juice Salute?

admin@DUY: tmpshome /adming
admin@DVY : ~tmp-home ~adming
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2.3 Web Browser Configuration

Delta DVW devices support a friendly web interface for normal user to configure the switch. You can

monitor the port status of Delta DVW device, and configure the settings of each function via web.

1. Open a web browser and connect to 192.168.1.5 or http://www.deltawifi.net. Input user name

and password.
Username: admin

Password: password

Lsermame

Pasword

2. You can use the menu tree in left side frame to find the function you want to configure. And

configure the detail settings in right side frame. The port status and LED status on the DVW

device can be monitored on the top frame.

A AELTA

Smarter. Greener. Together

= [E)System System Information

=] System CPU Status
[ Basic Configuration

N N N Madel name
[ serial Configuration
5 WLAN M Device name
anager Serial No

& Advanced
[ Auto Warning Settings Firrmweare version

[ Monitoring Device Info

[& Management Access Device MAC address
[ Maintenance IP address

Systern up time

Subnetmask
Gateway

802.11 Info
Country code
Operation mode
Channel

RF type

S3ID1

chw-wd2w2-e2

test
DWAWOD0113520007
onaa

Y214

00:30:AB:2B:ET:4C
192.168.1.5
255.256.295.0
192168.1.1

Y

AP

1

BIG Mixed
DELTA_11NG
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3

Th

.1 System

is group includes System Information and System CPU Status.

3.1.1 System Information

Th

is page summarizes the current status of system. The information is categorized into several groups: System

Info, Device Info and 802.11 Info.

3.

Thi

System Information

Maodel name w0 2y 2-0 2
Device name DAWAN-WD2W2-E 2
Serial Mo, OOo00O0O000O000O0O0OO0
System up time 06:18:20
Firmeare version W23

Device MAC address 00:03:7F.EF:TT:11
IP address 192.168.1.250
Subnet mask 255 25525450
Gatewnray 0.0.0.0

Country code WP

Dperation mode AR

Channel 1

RF type BIGIM Mixed
S5I01 DELTA_11MG
1.2 System CPU Status

s page summarizes the current status of CPU. It includes Running Time, Total Powered Time, CPU Usage,

RAM Total and RAM Available. These values should be grayed out and could not be edited.

System CPU Status

Running Tirme: |IZIEh|:|ur5, 21mins, 14secs |
Total Fovwered Tirme: |D3da§,rs, O0hours, O0mins |
CPU Usage: |2.15 |
RAM Total: 515076 |
RAM Available: 471336 |
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3.2 Basic Configuration

The basic configuration group includes most common settings, and administrator can maintain control the DVW

wireless devices in this group.

3.2.1 System Information Configuration

The System Information Configuration includes Device name, Device location, Device description and Device
contact information. By default, the Device name is DVW-W02W2-E2 and the Device description is Series

Industrial IEEE 802.11a/b/g/n wireless AP/bridge/client.

System Information Configuration

Zancel Apply

Device name O AR 2-E2
Cevice location
Device description Series Industrial IEEE 802.11a/b/g/n wil

Device contact information

Iltem Description Factory Default

This field displays the name of the device. DVW-WO02W2-E2

Device name

The default value is the model name.
Device location This field displays the location of the None

device.

This field displays the description of the Industrial IEEE 802.11a/b/g/n
Device description

device. wireless AP/\WDS/Client/Gateway
Device contact This field displays the contact information of | None
information the device.

3.2.2 Network Configuration

The Network Configuration allows you to modify IP Configuration, IP Address, IP Subnet Mask, Gateway IP
Address and Primary DNS. From the IP configuration, there are various options under the Multi-Mode,

including DHCP-Client, Static, BOOTP-Client and DHCP-Server for users to choose from.
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DHCP-Client:

If there is a DHCP server on the network, and the DVW series is in DHCP-client mode, the DVW series can
receive requests from the DHCP server. If there is no DHCP server presented on the network, the IP address

will be configured to 192.168.1.5 and the IP subnet mask to 255.255.255.0.

IP configuration DHCP-Client

IP Address [172.16.155.122

IP Subnet Mask 256.255.255.0

Gateway IP Address 172.16.155.254

Primary DNS 172.16.144 200
Static:

Users can define the IP Address, IP Subnet Mask, Gateway IP Address and Primary DNS.

IP configuration Static v

IP Address [192.168.1.201

IP Subnet Mask 256 255 2550

Gateway IP Address 192.168.1.5

Primary DNS 192.168.1.5
BOOTP-Client:

If there is a BOOTP server on the network, and the DVW series is in BOOTP mode, the DVW series can
receive requests from the BOOTP server. If there is no BOOTP server presented on the network, the IP

address will be configured to 192.168.1.5 and the IP subnet mask to 255.255.255.0.

IP configuration BOOTP-Client *
IP Address {192 168 1 201

IP Subnet Mask 255 255755 0
Gateway IP Address 192.168.1.5
Primary DNS 192.168.1.5

DHCP-Server:

. When the DHCP server receives requests from the end clients, the DVW series will assign a Dynamic IP
Address to other clients. When the DHCP-Server and BOOTP-Server coexist and are activated at the

same time, the IP address will be configured to 192.168.1.5 and IP subnet mask to 255.255.255.0.
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. The DHCP pool will start from 192.168.1.1 to 192.168.1.254.

Network Configuration

Cancel Apply
IP configuration DHCP-Server
IP Address [lez1e8 1200
IP Subnet Mask 255255256 0
Gateway |P Address 192.168.1.5
Primary DNS 19216815

Starting IP Address
Ending IP Address

192 |[1e8 |1
192 |[188  |[a

254

Description

Factory Default

IP Configuration

Specify the IP status of the network interface.

. DHCP-Client: The DVW series receives its IP configuration settings from

the DHCP server.

. Static: Specify the static IP address manually.

DHCP-Client
. BOOTP-Client: The DVW series receives its IP configuration-settings
from the BOOTP server.
. DHCP-Server: When the DHCP server receives requests from the end
clients, the DVW series will assign a Dynamic IP Address to other clients.
IP Address
Input the IP address of the network interface. 192.168.1.5

IP Subnet Mask

Input the IP subnet mask of the network interface.

255.255.255.0

Gateway IP Address

Input the default gateway of the network interface. 0.0.0.0
Primary DNS
Input the primary DNS address of the network interface. 0.0.0.0

Notice:

If the Operation Mode has changed to Salve Mode, you cannot configure the network

settings. (Grayed out). For details, please refer to section 3.4.1.4 WDS Master Mode / Slave

Mode for more information.

3-7
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Description Factory Default

Network Configuration

Cancel Apply
IP configuration DHCP-Server v
IP Address 192.168.1.5
IP Subnet Mask 255 255 255.0
Gateway IP Address D.D._E-. 0
Primary DNS 0.0.0.0

3.2.3 Time Configuration
3.2.3.1 Local Time Configuration

The local time can be set manually or get from NTP server dynamically. In order to get local time dynamically,
user should configure the time zone and time servers correctly. If it belongs to DST area, please also enable

“Automatically adjust for daylight savings time”.

The Current local time shows the DVW's system time when you open this web page. You can click on the Set

Time button to activate the updated date and time parameters.

Local Time Configuration

Cancel Apply |

Date (¥ YIMMIDD) Time (HHMW:SS)
970 o1 qo1 |21 o3 |ss |

Current local time

Set Time

Time Zone

' (GMT-08:00) Pacific Time {US & Canada); Tijuana v|

Dﬁutumaticalhf adjust for daylight savings time

Tirne server 1 |time.nist.gmr |

Time server 2 | |

Description Factory Default

Current local time

The date and time can be configured as local time. The 24-hour format: None

3-8



Chapter 3 Featured Function

Description Factory Default

YYYY/MM/DD HH:MM:SS

Time zone

The time zone setting can be configured as conversion from GMT (Greenwich
GTM+08:00
Mean Time) to local time.

Automatically adjust for daylight savings time

Daylight saving time (DST) also summer time is the practice of advancing
clocks during the lighter months so that evenings have more daylight and Disabled

mornings have less.

Time server 1/2

Specify the IP address or domain name of NTP time server. The time of the
Enabled
second server will be used if the first server can’t be connected.

Notice:

It is highly suggested that users manually set up the device time in the following situations,
when there is no NTP time server or no internet connection or when the device has not been

operated for a long time, or for the initial setup .

3.2.3.2 NTP Server Configuration

When Delta DVW series get valid local time, DVW series can enable NTP Server to supply the time service for

LAN clients.

NTP Server Configuration

Cancel Apply
MTF zerver. (C Enahle (¥ Disable
MNTF server 1 | |
MTP server 2 | |
Description Factory Default

NTP server

Specify whether the NTP server is enabled.
Disabled
o Enable: The NTP server function is enabled.
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Description Factory Default

. Disable: The NTP server function is disabled.

NTP server 1/2

Specify the IP address or domain name of NTP server of DVW series. The www.deltawifi.com

second NTP server will be used if the first NTP server can’t be connected. www.deltawifi.net

3.3 Serial Configuration

DVW provides 2 kinds of serial function, MODBUS Gateway function and Serial Server function. MODBUS
Gateway function can convert data from MODBUS to Ethernet or from Ethernet to MODBUS. Serial Server

includes different modes for different interaction in the network.

3.3.1 Operation Configuration

If users have requirement about MODBUS Gateway function, DVW series provides MODBUS ASCII/RTU
Slave mode and MODBUS ASCII/RTU Master mode. If you have requirement about Serial Server function,
DVW series provides TCP Server mode, TCP Client mode, Virtual COM mode, UDP mode, Pair Connection

mode — Master and Pair Connection mode — Slave.

Operation Configuration

Port Operation Mode
MODBLUS RTU Slave
MODBLIS ASCI Slave

ta |—

Serial Port 1
(& MODBUS Gatewsay Function

) Serial Server Function

() MODBUS ASCI Slave TCFP Server Mode
) MODBUS RTU Slave TCF Client Mode
() MODBUS ASCI Master Wirtual COM Mode
() MODBUS RTU Master LUDP Maode

Fair Connection - Master

Fair Connection - Slawve

MNext

3.3.1.1 MODBUS ASCII/RTU Slave

When a MODBUS master device send a request message to MODBUS slave device, the MODBUS slave
device will forward the message according to the slave ID. If the same slave ID is being used in serial network,

then the communication will have problem.

Slave ID Map function can help you to create a map ID for the devices which has the same real Station ID. You
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can specify the range of map ID on each serial port, and then DVW series will forward the message to the serial

device according to the map ID table.

Dperation Mode

Station ID

TCP Alive Time

Response Timeout

Retry

Modbus Exception

Slave 1D Map

Priority

MODBLIS ASCI Slave

(1-247)
(1~65535 5)
(0~65535 ms)
(0-10)

(*) Enable O Drop

Slave |ID Range Map ID Range

1 k2 enn 1 (1-247)
Level | Enahle Slawve |0

10O | |

2 | O | |

3 0O | |

¢ O | |

s 0O | |

e O | |

Description

Factory Default

Operation Mode

Display the operation mode of serial port.

MODBUS ASCII

Slave

Station ID
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Description Factory Default
Port 1: 246
Specify the station ID of the device.
Port 2: 247
TCP Alive Time
Specify how long the DVW series keeps the TCP session when there is no
TCP activity in specified time. If the time is “0”, then the connection will remain 30
open.
Response Timeout
Specify how long the DVW series waits the response from the serial device. 3000
Retry
Specify the retry time when the time of Response Timeout reached. 3
MODBUS Exception
Specify whether the device send an exception code back to the client when the
Enabled

response timeout is reached.
Slave ID Map
Specify the mapping table of slave ID.
Slave ID Range: Enter the range of real slave ID.

None
Map ID Range: Enter the range of virtual slave ID which DVW series can
create.
Priority
Specify the priority of the serial device. None

3.3.1.2 MODBUS ASCII/RTU Master

If the serial device that connect to DVW series has Ethernet interface, you can specify the station address and
destination IP address in forward table. DVW series follows the forward table to forward data to correct serial

devices.

s Ethernet s
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Dperation Mode

Station Address

TCP Alive Time

Response Timeout

Retry

Modhus Exception

Forward Tahle

MODBUS ASCH Master
0-24m
] (0~G5535 5

0ao (0~BA535 ms)

(0-~10)

(*) Enable O Drop

Enahle Laocal Port Station Address Destination IP Address
1 8000 Il Il |
2 O |80 Il Il |
3 0O a0 Il Il |
¢ [0 o003 Il Il |
5 [ 8004 Il Il |
6 [ 8005 Il Il |
7 O |08 Il Il |
Description Factory Default
Operation Mode
Display the operation mode of serial port. MODBUS ASCII
Master
Station ID
Port 1: 246
Specify the station ID of the device.
Port 2: 247
TCP Alive Time
Specify how long the DVW series keeps the TCP session when there is no
TCP activity in specified time. If the time is “0”, then the connection will remain 30
open.
Response Timeout
Specify how long the DVW series waits the response from the serial device. 3000
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response timeout is reached.

Description Factory Default
Retry
Specify the retry time when the time of Response Timeout reached. 3
MODBUS Exception
Specify whether the device send an exception code back to the client when the Enabled
nable

Forward Table

Description Factory Default

Enable
Specify whether the forward information is enabled. Unticked
Local Port
The local port of DVW series will create automatically.

8000~8031
Port 1: 8000~8031

9000~9031
Port 2: 9000~9031
Station Address
Specify the station ID of serial devices. None
Destination IP Address
Specify the IP address of serial devices. None
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3.3.1.3 TCP Server Mode

In TCP Server Mode, DVW series works as a passive role. DVW series waits the connected requirement from

the host computer or device. The host must send a request message to DVW series for establish the

connection first. After the connection is established, the data can be transmitted between the host and DVW

series.

(1)Request

=== Ethernet =

(2)Data Transmission

Cperation Mode TCP Server Mode

Alive Check Time (0~ 65535 5 )
Disconnect Time 3000 {0 ~B5636 5)
TCP Port 3000 {1024 ~ (5535

Description

Factory Default

Operation Mode

Display the operation mode of serial port.

TCP Server Mode

Alive Check Time

Specify how long the DVW series sends a packet for checking the connection

still alive.

30

Disconnect Time

Specify how long the DVW series keeps the TCP session when there is no
TCP activity in specified time. If the time is “0”, then the connection will remain

open.

3000

TCP Port

Specify the port number of DVW series.

3000
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Diata Packing

Fixed Length []Enahle
(1 ~1024 Bytes )
Prefix [|Enahle
Frefix Length 1 % Bytes  Prefix Char { Hexy |12
Prefix Process Include Prefix Char +
St [ |Enahble
Suffix Length 2 % Bytes  Sufix Char {Hex ) |12 12
Suffix Process Include Prefix Char +
Again time [_|Enahle
10 {0 ~E5535 ms)
Description Factory Default
Fixed Length
Specify whether sends the packet with fixed length. When the receiving data
length matches with the configured value, the data will be sent.
Notice: ]
Disabled/1024
Before you enter the value of fixed length, please remember to tick
the Enable option, otherwise the Fixed Length function doesn’t work.
Prefix
Specify the Prefix Length and Prefix Process of data.
Notice:
Before you configure the settings of Prefix Length, Prefix Char and Disabled
Prefix Process, please remember to tick the Enable option,
otherwise the Prefix function doesn’t work.
Prefix Length
Specify the Prefix Length for comparison process. After specify the Prefix
2
Length, please enter the Prefix Char for process.
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Description Factory Default
Prefix Char (Hex.)
Enter the Prefix Char for comparison process. FF, FF
Prefix Process
Specify the comparison process for the Prefix Length and Prefix Char.
. Include Prefix Char: The data will transmit all the Prefix Char which user
entered in Prefix Char (Hex.). If the Prefix Length is 1, then only first Char
will be included.
Include prefix
. Only Prefix Char 2: The data will transmit only Prefix Char 2 which user
character
entered in Prefix Char (Hex.).
. Not Include: After the comparison process is complete, the data will be
transmitted without Prefix Char which the user entered in Prefix Char
(Hex.).
Suffix
Specify the Suffix Length and Suffix Process of data.
Notice:
Before you configure the settings of Suffix Length, Suffix Char and Disabled
Suffix Process, please remember to tick the Enable option,
otherwise the Suffix function doesn’t work.
Suffix Length
Specify the Suffix Length for comparison process. After specify the Suffix
2
Length, please enter the Suffix Char for process.
Suffix Char (Hex.)
Enter the Suffix Char for comparison process. FF, FF
Suffix Process
Specify the comparison process for the Suffix Length and Suffix Char.
. Include Suffix Char: The data will transmit all the Suffix Char which user
entered in Suffix Char (Hex.). If the Suffix Length is 1, then only first Suffix
Char will be included.
Include suffix
. Only Suffix Char 1: The data will transmit only Suffix Char 1 which user
character
entered in Suffix Char (Hex.).
. Not Include: After the comparison process is complete, the data will be
transmitted without Suffix Char which the user entered in Suffix Char
(Hex.).

3-17

{00



DVW Series Industrial IEEE 802.11 a/b/g/n Wireless AP/WDS/Client/Gateway User Manual

loo

Description Factory Default

Aging Time

Specify the time for DVW series to force pack the received serial data into the
same data frame.

Notice: Disabled/

Before you configure the settings of Aging Time, please remember to 1000 (ms)

tick the Enable option, otherwise the Aging Time doesn’t be applied.

3.3.1.4 TCP Client Mode

In TCP Client Mode, DVW series works as an active role. User can enter the destination IP information of the
host computer or device in Destination IP Table first. Then DVW series sends a request message to the host
for establish the connection first. After the connection is established, the data can be transmitted between the

host and DVW series.

(1)Request
RS-232
= Ethernet == RS5-485
RS-422

(2)Data Transmission
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Cperation Mode TCP Client Maode

Alive Check Time 0 ~E55355)
Disconnect Time 3000 {0~ 65535 5)

Blocked IP Process () Enable (& Drop

Destination IP Tahle

|_|Enahle |IDcaI Fort |Destinati|:|n IP Address |Remme Fort

O

m|-ﬂ.|m|m|h|w‘m|_x
E E E = = ==

Description

Factory Default

Operation Mode

Display the operation mode of serial port.

TCP Client Mode

Alive Check Time

Specify how long the DVW series sends a packet for checking the connection

30
still alive.
Disconnect Time
Specify how long the DVW series keeps the TCP session when there is no
TCP activity in specified time. If the time is “0”, then the connection will remain 3000

open.
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Destination IP Table

Description Factory Default
Enable
Specify whether the destination IP information is enabled. Unticked
Local Port
Specify the local listen port of DVW series for the specified destination device
8000-8007
which uses to establish the connection, ranging from 1024 to 65535.
Destination IP Address
Specify the IP address of the Ethernet device. None
Remote Port
Specify the port number of the Ethernet device, ranging from 1024 to 65535. 8000
Data Packing
Fixed Length ClEnable
1~ 1024 Bytes )

Prefix ClEnable

Frefix Length 1 % Bytes  Prefix Char { Hex 3 |12

Prefix Frocess Include Prefix Char

S [IEnahle

Suffix Length 2 % Bytes  Sufix Char { Hex. )| 12 12

Suffix Process Include Prefix Char

Again time [1Enahble

1 (0 ~Ba535 ms)
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Data Packing

Description Factory Default

Fixed Length

Specify whether sends the packet with fixed length. When the receiving data

length matches with the configured value, the data will be sent.
Notice: Disabled/
Before you enter the value of fixed length, please remember to tick 1024
the Enable option, otherwise the Fixed Length function doesn’t work.

Prefix

Specify the Prefix Length and Prefix Process of data.
Notice:
Before you configure the settings of Prefix Length, Prefix Char and Disabled
Prefix Process, please remember to tick the Enable option,
otherwise the Prefix function doesn’t work.

Prefix Length

Specify the Prefix Length for comparison process. After specify the Prefix

Length, please enter the Prefix Char for process. 2

Prefix Char (Hex.)

Enter the Prefix Char for comparison process. FF, FF

Prefix Process

Specify the comparison process for the Prefix Length and Prefix Char.
. Include Prefix Char: The data will transmit all the Prefix Char which user
entered in Prefix Char (Hex.). If the Prefix Length is 1, then only first Char

will be included.

. Only Prefix Char 2: The data will transmit only Prefix Char 2 which user

entered in Prefix Char (Hex.).

] ] ] Include prefix
. Not Include: After the comparison process is complete, the data will be

) ) ] ] ) ) character
transmitted without Prefix Char which the user entered in Prefix Char

(Hex.).
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Description

Factory Default

Suffix

Specify the Suffix Length and Suffix Process of data.

tick the Enable option, otherwise the Aging Time doesn’t be applied.

Notice:
Before you configure the settings of Suffix Length, Suffix Char and Disabled
Suffix Process, please remember to tick the Enable option,
otherwise the Suffix function doesn’t work.
Suffix Length
Specify the Suffix Length for comparison process. After specify the Suffix
2
Length, please enter the Suffix Char for process.
Suffix Char (Hex.)
Enter the Suffix Char for comparison process. FF, FF
Suffix Process
Specify the comparison process for the Suffix Length and Suffix Char.
. Include Suffix Char: The data will transmit all the Suffix Char which user
entered in Suffix Char (Hex.). If the Suffix Length is 1, then only first Suffix
Char will be included.
Include suffix
. Only Suffix Char 1: The data will transmit only Suffix Char 1 which user
character
entered in Suffix Char (Hex.).
. Not Include: After the comparison process is complete, the data will be
transmitted without Suffix Char which the user entered in Suffix Char
(Hex.).
Aging Time
Specify the time for DVW series to force pack the received serial data into the
same data frame.
Notice: Disabled/
Before you configure the settings of Aging Time, please remember to 1000 (ms)

3-22




Chapter 3 Featured Function

3.3.1.5 Virtual COM Mode

In Virtual COM mode, DVW series can establish a network connection between the host computer and serial

device. So the DVW series maps the IP address with port number to the serial port on itself. When the

application on host computer doesn't provide serial interface to connect with serial device, then Virtual COM

mode can solve this problem and establish a Virtual COM connection on Ethernet interface.

Cperation Mode

Alive Check Time

Disconnect Time

TCP Port

== Ethernet ==

Data Transmission

Wirtual COM Mode

(0 ~ 65535 5)
3000 i0~655355)
3000 (1024 ~ 655351

Description

Factory Default

Operation Mode

Display the operation mode of serial port.

Virtual COM Mode

Alive Check Time

still alive.

Specify how long the DVW series sends a packet for checking the connection

30

Disconnect Time

open.

Specify how long the DVW series keeps the TCP session when there is no

TCP activity in specified time. If the time is “0”, then the connection will remain 3000

TCP Port

Specify the port number of DVW series.

3000
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Data Packing

Fixed Length [ IEnable

(1 ~1024 Bytes )

Prefiy [ 1Enable

Prefix Length 1% | Bytes  Prefix Char { Hex 3 [12
Prefix Process Include Prefix Char +

Suffix [ |Enable

Suffix Length 2 ¥ |pytes  Sufix Char { Hex 3|12
Suffix Process Include Prefix Char +

Again time [ 1 Enakle

10 (0~ 65535 ms)

Data Packing

12

Description

Factory Default

Fixed Length

Specify whether sends the packet with fixed length. When the receiving data
length matches with the configured value, the data will be sent.
Notice:

Before you enter the value of fixed length, please remember to tick

the Enable option, otherwise the Fixed Length function doesn’t work.

Disabled/

1024

Prefix

Specify the Prefix Length and Prefix Process of data.

Notice:
Before you configure the settings of Prefix Length, Prefix Char and
Prefix Process, please remember to tick the Enable option,

otherwise the Prefix function doesn’t work.

Disabled
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Description

Factory Default

Prefix Length

Specify the Prefix Length for comparison process. After specify the Prefix

2
Length, please enter the Prefix Char for process.
Prefix Char (Hex.)
Enter the Prefix Char for comparison process. FF, FF

Prefix Process

Specify the comparison process for the Prefix Length and Prefix Char.
. Include Prefix Char: The data will transmit all the Prefix Char which user
entered in Prefix Char (Hex.). If the Prefix Length is 1, then only first Char

will be included.

. Only Prefix Char 2: The data will transmit only Prefix Char 2 which user

Include prefix

character
entered in Prefix Char (Hex.).
. Not Include: After the comparison process is complete, the data will be
transmitted without Prefix Char which the user entered in Prefix Char
(Hex.).
Suffix
Specify the Suffix Length and Suffix Process of data.
Notice:
Before you configure the settings of Suffix Length, Suffix Char and Disabled
Suffix Process, please remember to tick the Enable option,
otherwise the Suffix function doesn’t work.
Suffix Length
Specify the Suffix Length for comparison process. After specify the Suffix
2
Length, please enter the Suffix Char for process.
Suffix Char (Hex.)
Enter the Suffix Char for comparison process. FF, FF
Suffix Process
Specify the comparison process for the Suffix Length and Suffix Char.
. Include Suffix Char: The data will transmit all the Suffix Char which user
Include suffix
entered in Suffix Char (Hex.). If the Suffix Length is 1, then only first Suffix
character

Char will be included.
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Description Factory Default

. Only Suffix Char 1: The data will transmit only Suffix Char 1 which user

entered in Suffix Char (Hex.).

. Not Include: After the comparison process is complete, the data will be
transmitted without Suffix Char which the user entered in Suffix Char

(Hex.).

Aging Time

Specify the time for DVW series to force pack the received serial data into the

loo

same data frame.
Notice: Disabled/

Before you configure the settings of Aging Time, please remember to 1000 (ms)

tick the Enable option, otherwise the Aging Time doesn’t be applied.

3.3.1.6 UDP Mode

Compare with TCP communication, UDP communication doesn’t need request message before the session
has been established. So after user configure the remote IP address and port information, the device will start
to transmit the data. You can use unicast or multicast way to transmit data between the host computer and

serial device.

mmm=  Ethernet msm

+—>

Data Transmission

Cperation Mode LIDP Mode

Forward Tahle

Enable local Port Begin IP Address End IP Address Remuote Port

10 |eooo | | | |
2 |0 |00t | | | |
3|0 |goo2 I | | |
¢ 0 poo3 I | | |
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Forward Table

Description Factory Default
Enable
Specify whether the forward information is enabled. Unticked
Local Port
Specify the local listen port of DVW series for the device which uses to

8000-8003

establish the connection.
Begin IP Address
Specify the beginning of destination IP address. None
End IP Address
Specify the end of destination IP address. None
Remote Port
Specify the port number of the Ethernet device. None

Data Packing

Fixed Length [l Enable

(1 ~1024 Bytes )

Prefix [ Enahle

Prefix Length

Frefix Frocess Include Prefix Char »

Suffix ] Enahle

Suffix Length

Suffiy Process Inzlude Prefix Char »

Again time [ 1 Enahle

10 {0 ~B5535 ms )

1 % | Bytes  Prefic Char { Hex ) |12

2 ¥ |Bytes  Bufix Char { Hex )y |12 12
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Data Packing

Description

Factory Default

Fixed Length

Specify whether sends the packet with fixed length. When the receiving data
length matches with the configured value, the data will be sent.
Notice:

Before you enter the value of fixed length, please remember to tick

the Enable option, otherwise the Fixed Length function doesn’t work.

Disabled/

1024

Prefix

Specify the Prefix Length and Prefix Process of data.

Notice:
Before you configure the settings of Prefix Length, Prefix Char and
Prefix Process, please remember to tick the Enable option,

otherwise the Prefix function doesn’t work.

Disabled

Prefix Length

Specify the Prefix Length for comparison process. After specify the Prefix

Length, please enter the Prefix Char for process.

Prefix Char (Hex.)

Enter the Prefix Char for comparison process.

FF, FF

Prefix Process

Specify the comparison process for the Prefix Length and Prefix Char.

. Include Prefix Char: The data will transmit all the Prefix Char which user
entered in Prefix Char (Hex.). If the Prefix Length is 1, then only first Char
will be included.

. Only Prefix Char 2: The data will transmit only Prefix Char 2 which user
entered in Prefix Char (Hex.).

. Not Include: After the comparison process is complete, the data will be
transmitted without Prefix Char which the user entered in Prefix Char

(Hex.).

Include prefix

character
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Description Factory Default
Suffix
Specify the Suffix Length and Suffix Process of data.
Notice:
Before you configure the settings of Suffix Length, Suffix Char and Disabled
Suffix Process, please remember to tick the Enable option,
otherwise the Suffix function doesn’t work.
Suffix Length
Specify the Suffix Length for comparison process. After specify the Suffix
2
Length, please enter the Suffix Char for process.
Suffix Char (Hex.)
Enter the Suffix Char for comparison process. FF, FF
Suffix Process
Specify the comparison process for the Suffix Length and Suffix Char.
. Include Suffix Char: The data will transmit all the Suffix Char which user
entered in Suffix Char (Hex.). If the Suffix Length is 1, then only first Suffix
Char will be included.
Include suffix
. Only Suffix Char 1: The data will transmit only Suffix Char 1 which user
character
entered in Suffix Char (Hex.).
. Not Include: After the comparison process is complete, the data will be
transmitted without Suffix Char which the user entered in Suffix Char
(Hex.).
Aging Time
Specify the time for DVW series to force pack the received serial data into the
same data frame.
Notice: Disabled/
Before you configure the settings of Aging Time, please remember to 1000 (ms)
tick the Enable option, otherwise the Aging Time doesn’t be applied.
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3.3.1.7 Pair Connection Mode

Pair Connection Master and Slave modes connect two DVW series over a network. The serial device can
connect to a DVW series, and two DVW can use wired Ethernet cable or wireless way to connect each other.

Then two serial devices can overcome the distance limitation of serial interface.

R5-232
— RS.455
R5-422

Pair Connection Master Mode

Cperation Mode Fair Connection - Master

Alive Check Time {0~ 65535 59

Destination Destination IP Destination Port
Description Factory Default

Operation Mode

Display the operation mode of serial port. Pair Connection -

Master

Alive Check Time

Specify how long the DVW series sends a packet for checking the connection

30
still alive.
Destination IP
Specify the IP address for the destination DVW series with Pair Connection
Slave mode. None
Destination Port
Specify the port number for the destination DVW series with Pair Connection N
one

Slave mode.
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Pair Connection Slave Mode

Qperation Mode Fair Connection - Slave

Alive Check Time (0~ B8535 5)

TCP Port |:|

Description

Factory Default

Operation Mode

Display the operation mode of serial port.

Pair Connection -

to connect.

Slave
Alive Check Time
Specify how long the DVW series keeps the connection. If the time is “0”, then
the connection will remain open. %0
TCP Port
Specify the port number for the DVW series with Pair Connection Master mode N
one
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3.3.2 Port Configuration

You can view the current communication settings for each serial port in this page. If you need to configure the

settings,

Port Configuration

Interface Format Baudrate Flow Control Buffer Size
R5232 8E1 9600 bps MNone 10
R5232 B.E1 9600 bps Mone 10

I I g
~ =

Port Setting - Port 1

Cancel Apply
Interface RS232 +
Data hit
Stop bit
Baud rate oe00
Flow Control
Buffer Size |:| (Unavailable in MODBUS Gateway Function)
Parameter Value
Interface RS232, RS485, RS422
Data bit 7,8
Parity bit None, Even, Odd, Space, Mark
Stop bit 1,2
Baud rate 110 to 921600 bps
Flow Control None, RTS/CTS, XON/XOFF
Buffer Size 10 (Default Value, not available in MODBUS Gateway Funciton)
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3.3.3 MODBUS Cache Table

The transmit speed of Ethernet interface is faster than serial interface, so the device on Ethernet side usually
need to spend much time to wait the data from serial side after they send the request message to the device on
serial side. MODBUS Cache Table provide user for configure the device information (ex. Station ID, MODBUS
address...etc.), and DVW can send request message for get the data from the device on serial side according
to the MODBUS Cache table in advance. When the device on Ethernet side sends the request to DVW series,
then DVW can response the data immediately. Because DVW series don't need to forward the request
message to the device on serial side again, it already get the data in advance. So this only can be enabled

when the operation mode in MODBUS Slave mode.

e E——
44—
= Ethernet e —— Serial —
———— w o o
= ——— = ———
—_—> Read data in MODBUS Cache mode
_____ > Read data in Non MODBUS Cache Table mode
] Enable
Cyele time I:|m5 Available size I:lﬁ\ﬂeg Timeout Calibration I:lmg Detect
CoilDevice  Word Device
Station MODBUS MODBEUS antine [ Station Address WMODBUS { Hex. ) MODBUS (Dec.) | State
Address (Hex ) (Decy peeount L
Add Edit Delete Online
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Enahle
Cycle ime ms fvailable size l:IElytes Timeout Calibration I:Ims Detect
Coil Device Word Device
Station MODBUS MODBUS Online Station MODBUS MODBUS Present 15
|| address | (Hex) (Dec.) [eeountFomat Address {Hex.) (Dac.) O i
ol 4 1000 404097 10 Hex 1 1 1000 404097 754 Hex
2 1 1001 404098 3754 Hex
3 1 1002 404099 3754 Hex
4 1 1003 404100 754 Hex
L} 1 1004 404101 3754 Hex
3] 1 1005 404102 3754 Hex
7 1 1006 404103 3754 Hex
fa 1 1nn7T dndind ATR4 Heay
Add Edit Delete Cnline
Description Factory Default
Enable
Specify whether the MODBUS Cache function is enabled. Unticked
Cycle time
Specify the time of sending request message with serial devices. 10

Available size

Display the remaining size for the data can be monitored. 1MB size can include

100,000 data.

1048576 (fixed)

Timeout Calibration

Display the adjusted time of Response Timeout. When user click the Detect

button, DVW series will communicate with the device according to the

MODBUS Cache table

3000 (fixed)

Coil Device

Item Description

Station Address The station ID of the device.

MODBUS (Hex.)

The MODBUS address in hexadecimal.

MODBUS (Dec.)

The MODBUS address in decimal.

State The value of the MODBUS address.
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Word Device

Item Description

Station Address The station ID of the device.

MODBUS (Hex.) The MODBUS address in hexadecimal.

MODBUS (Dec.) The MODBUS address in decimal.

Present Value

The present value of the MODBUS address.

Format

The format of the value as Hex, Dec or Bin.

MODBUS Cache Function - Add

{00

| Cancel | [Add]
Station Address | |.:1 ~247)
MODBUS(Hex) | |
MODBUS(Dec ) | |
Account | ||:1 ~100)
Forrmat
L] online
Description Factory Default
Station Address
The station ID of the device. None
MODBUS (Hex.)
The MODBUS address in hexadecimal. None
MODBUS (Dec.)
The MODBUS address in decimal. None
Account
The amount of MODBUS data can be monitored. None
Format
Specify the format of the value as Hex, or Dec. Hex
Online
Specify whether the data display in MODBUS monitored table. Unticked
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3.4 WLAN Manager

The device should support AP mode, Client mode, Repeater mode and WDS (Master/Slave) mode.

3.4.1 Operation Mode

Delta DVW series provides 5 operation modes for you to configure in different network environment. Before you

establish your wireless network, you must specify an operation mode on DVW series.

Operation Mode

Cancel Apply |

Wireless enable & Enable O Disable

Operation mode

Region: Client “
Repeater
Master
Slave

Description Factory Default

Wireless enable

Specify whether the wireless is enabled or not.
. Enable: Wireless function can work. Disabled

. Disable: Wireless function can’t work.

Operation mode

Specify the wireless operation mode:
. AP: Specify DVW series work as AP mode.

. Client: Specify DVW series work as Client mode.

. Repeater: Specify DVW series work as Repeater mode. ol

. Master: Specify DVW series work as a WDS Master mode.

. Slave: Specify DVW series work as a WDS Slave mode.

Region

Specify the country where the device locates. English Mode: Europe

Chinese Mode: Asia

Notice:

If you click Cancel button, GUI will revoke all your input and revoke to previous settings, then return

to “Basic Wireless Configuration” page.
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3.4.1.1 AP Mode

When DVW series configures as AP (Access Point) mode, it can provide the connectivity for wireless client.

Please refer to section 3.4.2.1 Basic Wireless Configuration — AP Mode for more information.

e

Wireless Client

AP Mode

3.4.1.2 Client Mode

When DVW series configures as Client mode, it can provides LAN-to-WLAN connection type. If a client doesn't
equipped wireless card, it can use Ethernet cable connect to DVW series which be configured as Client mode,
and have a connection with another AP. Please refer to section 3.4.2.2 Basic Wireless Configuration — Client

Mode for more information.

AP Mode Client Mode

3.4.1.3 Repeater Mode

When DVW series configures as Repeater mode, it can extend the wireless distance between two wireless
devices. It supports AP mode and Client mode concurrently. You can set more than one repeater between two
wireless devices, but it will affect the throughput. Please refer to section 3.4.2.3 Basic Wireless Configuration —

Repeater Mode for more information.

Client Mode
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3.4.1.4 WDS Master and Slave Mode

When the DVW series configures as WDS Master mode, it will be enabled as a Base Station. User can add the
MAC address of the repeaters. Up to 4 repeaters can be added. Please refer to section 3.4.2.4 Basic Wireless

Configuration — WDS Master Mode for more information.

When the DVW series configures as WDS Slave mode, it will be enabled as a Repeater. User can add the
MAC address of the base station. Please refer to section 3.4.2.5 Basic Wireless Configuration — WDS Slave

Mode for more information.

WDS Slave

WDS Master

WDS Slave

3.4.1.5 Regions

There are different regulations for wireless channels in different regions. Countries apply their own regulations
to the allowable channels, allowed user and maximum power levels within these frequency ranges. The DVW
series supports the wireless channels for the following countries, Africa, Asia, Australia, Canada, China,
Europe, India, Israel, Japan, Korea, Malaysia, Mexico, Middle East (Algeria, Syria, Yemen, Iran, Lebanon,
Qatar, Turkey, Egypt, Tunisia, Kuwait, Saudi Arabia, United Arab Emirates), Russia, Singapore, South America,

Taiwan, and the United States.
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3.4.2 WLAN

There are different wireless configurations for various operation modes, including AP mode, Client mode,

Repeater mode, WDS Master mode, and WDS slave mode.

3.4.2.1 Basic Wireless Configuration — AP Mode

After you specify the Operation Mode, please add a SSID in Basic Wireless Configuration page. And click Edit

button to configure the wireless settings.

Basic Wireless Configuration

Status S5ID Operation Mode Action

Active DV AP
Add SSID Apply

o~ Notice:

Please remember to click the “Apply” button to have the new wireless settings applied. If there is any

change on the wireless settings, a reminder will show up under the “Add-SSID” button.

Basic Wireless Configuration

Status SSID Operation Mede
Active DELTA_11ING AP

Add SSID Apply

Note:The wireless settings have been changed.
Click Apply to setup new wireless Sefting ...

Basic Wireless Configuration

Zancel Save ‘
Qperation Mode AP
RF Type |BIGM Mixed v
Channel
551D |D‘vW |
5510 hroadeast (& Enable O Disable
Security mode | WPAZ-PSK [AES] v

Security Options (WPAZ-PSK)

Passphrase 12345678 |(8-53 characters or 64 hex digits)
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Description Factory Default
Operation Mode
Display the current operation mode. AP mode
RF Type
2.4GHz

. B: only support IEEE 802.11b mode
. G: only support IEEE 802.11g mode
. B/G Mixed: support IEEE 802.11b/g mixed mode

. G/N Mixed: support IEEE 802.11g/n mixed mode, but not IEEE 802.11b

mode
None
. B/G/N Mixed: support IEEE 802.11b/g/n mixed mode
. N Only (2.4GHz): only support IEEE 802.11n mode
5GHz
. A : only support IEEE 802.11a mode
. A/N Mixed: IEEE 802.11a/n mixed mode
. N Only (5GHz): only support IEEE 802.11n mode
Channel
2.4GHz
. Canada, Mexico, Taiwan, the United States: 1-11
. The rest of the above-mentioned countries: 1~13
5GHz
. Asia, Australia, Canada, India, Israel, Malaysia, Mexico, Singapore,
South America, the United States:
» A/N mixed mode: 36, 40, 44, 48, 149, 153, 157, 161, 165
» 5GHz mode: 36, 40, 44, 48, 149, 153, 157, 161
None

. Korea: 36, 40, 44, 48, 149, 153, 157, 161
. China, Middle East (Iran, Lebanon, Qatar):
» A/N mixed mode: 149, 153, 157, 161, 165
» 5GHZ mode: 149, 153, 157, 161
. Middle East (Saudi Arabia): A/N mixed mode: 149, 153, 157, 161, 165
. Taiwan:
» A/N mixed mode: 56, 60, 64, 149, 153, 157, 161, 165

» 5GHz mode: 60, 64, 149, 153, 157, 161
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Description

Factory Default

. For the rest of the above mentioned countries: 36, 40, 44, 48

SSID

Specify the name of wireless device. It is not case sensitive. You can input 1 to

32 characters for SSID and space is also allowed.

DELTA_1ING

SSID broadcast

Specify whether the SSID broadcast is enabled.
. Enable: SSID can be broadcast.

o Disable: SSID can't be broadcast.

Enabled

{00

Security mode

Please refer to section 3.4.2.6 Wireless Security Settings section.

None

; l Notice:

Before connecting the wireless device to the DVW series in the AP mode, please check if the network

environment is with the DHCP-Server. If not, please set the IP configurations of the DVW series to

DHCP-Server or manually set the IP address of the wireless device to the same network segment of the DVW

series. Otherwise, DVW series may not be able to connect to the wireless device.

3.4.2.2 Basic Wireless Configuration — Client Mode

If you configure the Operation Mode to Client Mode, the Site Survey button will be shown on the Basic Wireless

Configuration page. Click the “Site Survey” button and then a “Wireless Site Survey Table” will appear. It will list

all available access points nearby. Select one access point in the table for the DVW series to connect. This

allows two physically isolated networks to communicate with each other.

o If you configure the Wireless to Disable, the Site Survey button will be grayed out.

Cancel Apply
Operation Mode Client
RF Type A/N Mixed v
Channel 40 -
s8ID | Site Survey
SSID broadcast Enable Disable
Security mode None v
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Site Survey

Refresh
No. SSID MAC address Channel Mode Signal
1 walson 1a:87:96:80:67:1h 3] WRAZ-PSK B2%
2 Metwaork LAR H94:0c:6d:ef:48:06 1 WWRA-FSHK 46%
3 DELTA_T1MG 0003 7fef 7711 1 OFF 3%
4 Delta-Guest b4:edh0:a7:96:81 1 OFF 16%
b Delta-Office b4:e8:h0:a7:96:30 1 WRANNPAZ-PSK 16%

L Notice:

. The client mode LED and the status LED will be ON when the device is in the client mode.

. The RF type and the channel will be grayed out in the client mode. After mapping, the RF type, channel,
and security mode will be synchronized with the settings of the AP end.

. Before connecting the wireless device to the DVW series in the Client mode, please check if the network
environment is with the DHCP-Server. If not, please set the IP configurations of the DVW series to
DHCP-Server or manually set the IP address of the wireless device to the same network segment of the
DVW series. Otherwise, DVW series may not be able to connect to the wireless device.

. While setting the device to the client mode, it is suggested to use Delta DVW series for both AP end and

the client end to minimize compatibility issues and ensure best performance.

3.4.2.3 Basic Wireless Configuration — Repeater Mode

If you configure the Operation Mode to Repeater Mode, the Site Survey button will be shown on the Basic
Wireless Configuration page. Click the “Site Survey” button and then a “Wireless Site Survey Table” will appear.
It will list all available access points nearby. Select one access point in the table for the DVW series to connect.

This allows two physically isolated networks to communicate with each other.

. If you configure the Wireless to Disable, the Site Survey button will be grayed out.
Cancel Apply
Operation Mode Repeater
RF Type B v
Channel v
SSID | Site
SSID broadcast ® Enable Dizable
Security mode Naone
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Site Survey
Refresh
No. SSID MAC address Channel Mode Signal
1 Delta-Office Gefa:89:08:48:80 11 WPAMWPAZ-PSK 100%
2 Delta-Guest Ge:fa:80:08:48:81 11 OFF 100%
3 Jerry1 BeBdTOB2:bE T3 [ WPAZ-PSK 100%
4 Delta-Office ficfa:80:08:48:87 &0 WPAWPAZ-PSK 100%
5 Delta-Guest GefaB0:08:48:8e 60 OFF 100%
6 ESSID_SAFPIDC_RB-1602_cd4997 00:d0:41:cd:49:9e g OFF 100%
7 DELTA 00:18:23:01:2773 1 WPA2-PSK 100%
8 HUAWEI-65E3 c4:07:2f50:55:e3 g WPA2-PSK B82%
a Delta-Office 54:4a:00:79:41:0F 148 WPAMWPAZ-PSK TE%
Enter the settings for the Extender network.
Next

Network Name (SSID): [DELTA_11ING_EXT
' Use the same security mode and password as these for the existing network.
Security Options
None
WEP

WPA-PSK [TKIP]
* WPA2-PSK [AES]
WPA-PSK [TKIP] + WPA2-PSK [AES]

{00

Security Options (WPA2-PSK)

Passphrase . .(3-63 characters or 64 hex digits)

&l Notice:

. The Repeater mode LED and the status LED will be ON when the device is in the client mode.

. The RF type and the channel will be grayed out in the client mode. After mapping, the RF type, channel,

and security mode will be synchronized with the settings of the AP end.

. Before connecting the wireless device to the DVW series in the Repeater mode, please check if the

network environment is with the DHCP-Server. If not, please set the IP configurations of the DVW series

to DHCP-Server or manually set the IP address of the wireless device to the same network segment of

the DVW series. Otherwise, DVW series may not be able to connect to the wireless device.

. The bandwidth will be decreased by 50% whenever a repeater end is created.

. While setting the device to the client mode, it is suggested to use Delta DVW series for AP end, repeater

end and the client end to minimize compatibility issues and ensure best performance.

Description

Factory Default

Network Name (SSID)

same as the security mode of the AP end.

SSID of the repeater end can be set differently as the AP end None
Security Mode
. Select the Use the same security mode and password as those for

the existing network: the security mode of the repeater will be the None
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Description Factory Default

. Select the specific security (not the same as the security mode of
the AP end); selections are: None, WEP, WPA-PSK[TKIP],
WPA2-PSK[AES], and WPA-PSK[TKIP]+WPA2-PSK[AES

3.4.2.4 Basic Wireless Configuration — Master Mode

If you configure the Operation Mode to Master Mode, select the “Enable Wireless Repeater Function” and input

the MAC address 1~4 and then click apply.

Cancel Apply
Operation Mode Master
RF Type B v
Channel 1 M
SSID DELTA_1ING
SSID broadcast ® Enable (' Disable
Security mode None »

Enable Wireless Repeating Function
Wireless MAC of this device - 00:18:23:01:35:46
Repeater MAC Address 1

Repeater MAC Address 2
Repeater MAC Address 3
Repeater MAC Address 4

Description Factory Default
Operation Mode
Display the current operation mode. Master mode
RF Type
2.4GHz

. B: only support IEEE 802.11b mode
. G: only support IEEE 802.11g mode
. B/G Mixed: support IEEE 802.11b/g mixed mode

. G/N Mixed: support IEEE 802.11g/n mixed mode, but not IEEE 802.11b
mode

None

. B/G/N Mixed: support IEEE 802.11b/g/n mixed mode

. N Only (2.4GHz): only support IEEE 802.11n mode

5GHz

. A : only support IEEE 802.11a mode

. A/N Mixed: IEEE 802.11a/n mixed mode

. N Only (5GHz): only support IEEE 802.11n mode
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Description

Factory Default

Channel

2.4GHz
. Canada, Mexico, Taiwan, the United States: 1-11
. The rest of the above-mentioned countries: 1~13
5GHz
o Asia, Australia, Canada, India, Israel, Malaysia, Mexico, Singapore,
South America, the United States:
» A/N mixed mode: 36, 40, 44, 48, 149, 153, 157, 161, 165
» 5GHz mode: 36, 40, 44, 48, 149, 153, 157, 161
d Korea: 36, 40, 44, 48, 149, 153, 157, 161
o China, Middle East (Iran, Lebanon, Qatar):
» A/N mixed mode: 149, 153, 157, 161, 165
» 5GHZ mode: 149, 153, 157, 161
. Middle East (Saudi Arabia): A/N mixed mode: 149, 153, 157, 161, 165
. Taiwan:
» A/N mixed mode: 56, 60, 64, 149, 153, 157, 161, 165
» 5GHz mode: 60, 64, 149, 153, 157, 161

. For the rest of the above mentioned countries: 36, 40, 44, 48

None

SSID

Specify the name of wireless device. It is not case sensitive. You can input 1 to

32 characters for SSID and space is also allowed.

DELTA_11NG

SSID broadcast

Specify whether the SSID broadcast is enabled.
. Enable: SSID can be broadcast.

o Disable: SSID can'’t be broadcast.

Enabled

Security mode

. None

. WEP

None

Enable Wireless Repeater Function

Ticked: enable wireless repeater function to have the slave end connected

Unticked: disable wireless repeater function to have the security mode the

same as the security mode of the AP mode.

Unticked
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Description Factory Default

Wireless MAC of this device

Display the MAC address of the DVW series

Repeater MAC Address 1~4

Up to 4 repeater MAC addresses of the devices in the slave mode can be set.

None
00:1B:2F:0D:AA:BO =% 001B2FODAABO

Notice:
Once the master end is disconnected, the connected slave end will also be

disconnected.

3.4.2.5 Basic Wireless Configuration — Slave Mode

If you configure the Operation Mode to Slave Mode, you will need to set the options of RF type, channel, and
SSID to be the same as the settings of the Master mode and select the “Enable Wireless Repeater Function”.
After that input the IP address (different from the Master mode’s IP address) and input the MAC address of the

Master end and then click apply.

Cancel Apply
Operation Mode Slave
RF Type B fod
Channel 1 v
SSID
SSID broadcast ® Enable Disable
Security mode None

Enable Wireless Repeating Function
Wireless MAC of this device - 00:18:23:01:38:46
Repeater IP Address 182 . (168 11

Base Station MAC Address

Description Factory Default

Operation Mode

Display the current operation mode. Slave mode

RF Type

2.4GHz

. B: only support IEEE 802.11b mode
. G: only support IEEE 802.11g mode
. B/G Mixed: support IEEE 802.11b/g mixed mode None

. G/N Mixed: support IEEE 802.11g/n mixed mode, but not IEEE 802.11b

mode

. B/G/N Mixed: support IEEE 802.11b/g/n mixed mode
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Description

Factory Default

. N Only (2.4GHz): only support IEEE 802.11n mode
5GHz

. A : only support IEEE 802.11a mode

. A/N Mixed: IEEE 802.11a/n mixed mode

. N Only (5GHz): only support IEEE 802.11n mode

Channel

2.4GHz
o Canada, Mexico, Taiwan, the United States: 1-11
. The rest of the above-mentioned countries: 1~13
5GHz
. Asia, Australia, Canada, India, Israel, Malaysia, Mexico, Singapore,
South America, the United States:
» A/N mixed mode: 36, 40, 44, 48, 149, 153, 157, 161, 165
» 5GHz mode: 36, 40, 44, 48, 149, 153, 157, 161
. Korea: 36, 40, 44, 48, 149, 153, 157, 161
. China, Middle East (Iran, Lebanon, Qatar):
» A/N mixed mode: 149, 153, 157, 161, 165
» 5GHZ mode: 149, 153, 157, 161
o Middle East (Saudi Arabia): A/N mixed mode: 149, 153, 157, 161, 165
. Taiwan:
» A/N mixed mode: 56, 60, 64, 149, 153, 157, 161, 165
» 5GHz mode: 60, 64, 149, 153, 157, 161

o For the rest of the above mentioned countries: 36, 40, 44, 48

None

SSID

Specify the name of wireless device. It is not case sensitive. You can input 1 to

32 characters for SSID and space is also allowed.

None

SSID broadcast

Specify whether the SSID broadcast is enabled.
U Enable: SSID can be broadcast.

. Disable: SSID can't be broadcast.

Enabled

Security mode

. None

None
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Description Factory Default

. WEP

Wireless MAC of this device

Display the MAC address of the DVW series MAC address of the
DVW series

Repeater IP address

Input the repeater IP address (different from the Master mode’s IP address) 192.168.1._

Base Station MAC Address

Enter the MAC address of base station. None

3.4.2.6 Basic Wireless Configuration — Security Mode
Wireless Security Settings

DVW series provides four standard security modes: None, WEP, WPA, and WPA2. You also can specify

personal or enterprise version of WPA/WPA2 according to your requirement.
None

Any client can connect to DVW series without any security if you don’t specify wireless security on DVW. So we

suggest you do not set security mode to None.
WEP

There are 2 types of Encryption Strength, 64bits and 128 bits, are provided. When stronger encryption strength
is selected, the performance of wireless transmission will be affected. And there are 2 formats, ASCII and HEX,
for coding in the WEP. When ASCII is selected, this format allows you to use numbers and alphabets in coding.

However, while HEX is selected, this format only allows you to use number 0~9 and alphabets A~E.

Security Encryption (WEP)

Authentication Type Autormatic ¥

Encryption Strength Bd-bit

Security Encryption (WEP) Key
fay 1 ®
bemy 2 O
ey 3 @)

by 4 O
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Description Factory Default

Authentication Type

. Automatic: Specify the authentication type as Automatic, so the wireless
client can use no matter “open system” or “shared key” to pass the

o Automatic
authentication.

. Shared key: Specify the authentication type as Shared key.

Encryption Strength

o 64-bit: Allows enter 10 hexadecimals value.
64-bit
. 128-bit: Allows enter 26 hexadecimals value.

Security Encryption (WEP) Key

Use RC4 (Rivest Cipoher) stream cipher to achieve the security purpose and

None
use CRC-32 to achieve the data integrity.

Notice:

The security mode WEP does not support 802.11n. When the WEP is selected in the Web

interface, the list of wireless modes only shows the traditional modes 802.11 a/b/g.

WPA/WPAZ2 Personal

Wi-Fi Protected Access (WPA) and Wi-Fi Protected Access 2 (WPA2) are two security protocols and security
certification programs developed by the Wi-Fi Alliance to secure wireless computer networks. Personal

versions of WPA/WPAZ2, also known as WPA/WPA-PSK (Pre-Shared Key)

TKIP (Temporal Key Integrity Protocol) and AES (Advance Encryption System) are two encryption methods.
TKIP can automatically producing a new network key every few minutes. This prevents attackers from ever
gathering enough data to break into your network. AES stands for advanced encryption standard. This data
encryption system, which is either a 128-bit, 192-bit or 256-bit cipher block, is considered by experts to be the

most secure encryption protection option for your wireless network.

Security Options (WPA-PSK + WPAZ-PSK)

Fassphrase {8-63 characters or 64 hex digits)

Description Factory Default

Security Options

. WPA-PSK: TKIP encryption method is enabled.

. WPA2-PSK: AES encryption method is enabled. None

. WPA-PSK+WPA2-PSK: This setting supports both WPA-PSK and
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Description Factory Default

WPA2-PSK. Broadcast packets use TKIP. For unicast (point-to-point)
transmissions, WPA-PSK clients use TKIP, and WPA2-PSK clients use
AES.

Passphrase

The passphrase requires 8 to 63 ASCII characters or 64 hex digits. None

Notice:

The security mode WPA-PSK (TKIP) does not support 802.11n. When the WPA-PSK (TKIP) is
selected in the Web interface, the list of wireless modes only shows the traditional modes
802.11 a/b/g.

WPA/WPAZ2 Enterprise (For AP/Master mode)

Enterprise security mode provides the security needed for wireless networks in business environments. If you
select this security mode, there must have a RADIUS server in your network. It offers individualized and

centralized control over access to your Wi-Fi network.

If the wireless client wants to access the network resource, it will send the request to DVW series. And DVW
series will forward the request to RADIUS server and forward the response to wireless client. If the wireless
client passes the authentication of RADIUS, then it can access the network resource; otherwise it can’'t access

the network resource.

Internet or LAN resources

==
Request Accept ===
3= orReject > ol
= 2 = Access Request s
RADIUS Server bvw
5

I I Access
1 4

Access Request
Request Accept

l or Reject
J y

E oy

Wireless Client
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Security Options { WPAMPAZ Emterprise )

WP A e WA [TKIF] +WPAZ [AES] +

READIUS server [P Address:
RADIUS server Port: 1812

RADIUS server Shared Secret;

Description Factory Default
WPA Mode
. WPA [TKIP]: TKIP encryption method is enabled.
. WPAZ2 [AES]: AES encryption method is enabled.
WPA [TKIP] + WPA2

. WPA [TKIP]+WPAZ2 [AES]: This setting supports both WPA (with TKIP) [AES]

and WPA2 (AES). You have to use TKIP+AES encryption and configure

the RADIUS server settings.
RADIUS server IP Address
Specify the RADIUS server IP address. None
RADIUS server Port
Specify the port number of the RADIUS server. 1812
RADIUS server Shared Secret
Specify the shared secret between the wireless AP and the RADIUS server
when the supplicant (wireless client) is authenticated. None

3.4.3 Advanced Wireless Configuration

There are some advanced wireless parameters which can be configured in this page.

Advanced Wireless Configuration

Cancel Apply

CTSIRTS Threshald(1-2347)

Fragmentation Length{256-2346)

Beacan Interval{100-1000%

Aggregation Length{1024-655358)

AnPDU

DTIM Interval(1-255)

FPreamble Mode

2347
2346
100
50000

@& Enable O Disable

2

Automatic v
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Description

Factory Default

CTS/RTS Threshold

Specify the threshold packet size of CTS (Clear to Send) and RTS (Request to

. Long Preamble: Provide more reliable connection or slightly longer

range.

2347
Send).
Fragmentation Length
Specify the maximum packet size. Packets larger than the size programmed in
this field will be fragmented. The Fragment Threshold value must be larger 2346
than the RTS Threshold value.
Beacon Interval
Specify the frequency interval of the beacon. 100 (ms)
Aggregation Length
Specify aggregation length of the frame. It can increases throughput by
sending two or more data frames in a single transmission. 1024
AMPDU
Specify whether AMPDU (Aggregated-MAC Packet Data Unit) allows to build a )
group of frame before transmit frame. Disabled
DTIM Interval
Specify how often the DVW series sends out a Delivery Traffic Indication
Message. !
Preamble Mode
Specify the preamble mode:
. Automatic: Automatically handle both long and short preamble.
. Short Preamble: Provide better performance. Automatic

Notice:

These parameters are reserved for wireless testing and advanced configuration only. If you

don’t know how to configure, please do not change these settings.

3-52




Chapter 3 Featured Function

3.5 Advanced
3.5.1 VLAN Configuration

Virtual LAN (VLAN) is a logically group network. DVW provide VLAN function base on SSID. Each SSID can be
configured one VLAN ID. DVW can support up to 8 SSIDs.

When DVW transmit or receive packets, it matches the SSID and VLAN ID. So that only members of the VLAN
could receive packets from the same VLAN ID members. And VLAN also allow user to access the network from
a different place or network devices. So it provides security and flexibility. And it also avoids unnecessary traffic

on wireless LAN and maximizing throughput.

For example: Configure department A, B, C to VLAN 1, 2, 3. User only can access the resource which belongs
to their department, so the resource in their department can be protected. And they can access the resource in
a different floor, even though in a different place. So they don’t need to stay in a fixed place to access the

resource which belongs to their department.

SsiD 1 SSID 2 §s8ID 3

Floor3

HMI HMI HMI

Floor2

AP2

AH500 AHS500 AH500

Floor1

VLAN1 VLAN2 VLAN3
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VLAN Configuration (for AP mode only)

Cancel Apply

Management VLAM 1D:

Port PVID WLAN Tagged{Please use comma to sepatate multiple VLAN tags.)
e [
Delta_11N_1 1 |
Delta_11N_2 |1 |
Description Factory Default

Management VLAN ID

Specify the management VLAN ID.

Port

. LAN: Display the LAN port number.

. WLAN: The wireless port for the specific SSID. The number of wireless

port depends on how many SSIDs you created.

LAN: 1

PVID

Specify the port's VLAN ID. PVID is set for the device which connect with this
port

WLAN Tagged

Specify which VLANs can communicate with this specific VLAN. The VLAN ID
range from 1 to 4094.

None

Notice:

."l'-

. When the settings of PVID and VLAN ID are the same, VLAN members of the PVID can

manage the AP of the VLAN ID.

. After the settings are done, connecting to the VLAN SSID would require a specific IP

address or have a DHCP server to do the transmission.

3.5.2 Packet Control

DVW can filter IP-based packets through LAN and WLAN interface by 3 kinds of filters: MAC filters, IP Protocol

filters and TCP/UDP port filters. These filters can enhance the network security and performance.
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3.5.2.1 Filter Configuration

Settings of 3 filters, MAC filters, IP Protocol filters, and TCP/UDP port filters as well as the packet acceptance.

Filter Configuration

_ancel Apply

Enable Disable

Falicy Drop %

Description Factory Default

Enable

Specify whether the filter configuration is enabled.
. Enable: Packet filter function is enabled.

. Disable: Packet filter function is disabled. Disabled
The filter priority:

MAC filters > IP Protocol filters > TCP/UDP port filters

Policy

. Drop: All packets correspond with the list will be dropped.
Drop
. Accept: Only the packets correspond with the list can be accepted.

Notice:
Before you enable the filter function, please notice the Policy:
Drop: If there is no data in the filter list, all packets are accepted.

Accept: If there is no data in the filter list, all packets are dropped.

3.5.2.2 MAC Filters

The MAC filter can accept or drop packets with specified MAC addresses. The MAC address can be configured

up to 8 entries.
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MAC filters
No H Active Name MAC address
1O | | | |
2 O | | | |
3 O | | | |
¢ 0 | | | |
5 O | | | |
6 O | | | |
T O | | | |
8 O | | | |

. Notice:

Fal

“®2 please check the Active check box for the entries which you want to specify and please

remember to configure the policy in Filter Configuration page.

3.5.2.3 IP Protocol Filters

The IP Protocol filter can accept or drop packets with specified IP protocol and source/destination addresses.

The policy can be configured up to 8 entries.

DVW provides 3 IP protocols items: All, TCP, UDP and ICMP. The Source IP and Destination IP must be

specified. You can specify an IP address or a range of IP addresses.

For example, if you enter the IP address 192.168.1.1 and netmask 255.255.255.255, its mean only on IP
address 192.168.1.1 is specified. If you enter the IP address 192.168.1.1 and netmask 255.255.255.0, its mean
the range of IP address 192.168.1.1 to 192.168.1.254 are specified.

IP Protocol Filters

Cancel Apply

No [ Active Protocol Source IP Source netmask Destination IP Destination netmask
(N = B PV i | | |
20 A | | | |
30 A i | | |
+ 0 A | | | |
s 0 A i | | |
60 A | | | |
o A i | | |
s 0 A | | | |
. Notice:
¢ L

“®2 " please check the Active check box for the entries which you want to specify and please

remember to configure the policy in Filter Configuration page.
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3.5.2.4 TCP/UDP Port Filters

The TCP/UDP port filter can accept or drop packets with specified port and protocol. The policy can be

configured up to 8 entries.

You can specify TCP or UDP protocol, and specify a single port or a range of port. If you want to specify a
single port, you can leave blank in end port field; if you want to specify a range of port, the end port can't be

larger than the start port.

TCP/UDP Port Filters

Cancel Apply

No M Active Source port Destination port Protocol Application name
10

[TcP ]

H

[TcP ]

[TcP v

[TcP ]

| | |
| | |
| | |
| | |
| [ree @ | |
| | |
| | |
| | |

H

[TcP v

H

L I e

[TCP ]

Ooooocooao

[TcP v

Notice:

Please check the Active check box for the entries which you want to specify and please

remember to configure the policy in Filter Configuration page.

3.5.3 RSTP Configuration

DVW supports STP and Rapid STP function. DVW series support Spanning Tree Protocol (STP) defined in the
IEEE802.1d protocol standard and Rapid Spanning Tree Protocol (RSTP) was developed as the IEEE802.1w
protocol standard to detect and avoid packets to follow a never ending loop. This function is very useful in link
management and redundancy wired/wireless path redundancy. If you need to use this function, please enable

the RSTP function of the interface on all DVW seriess in the network.

RSTP Configuration

Cancel Apply

Bridge priority

Hellotime (1 ~10 seconds)
Forwarding delay (4~30 seconds)
May age (E~4D seconds)

No M Enable RSTP Port Priority Part Cost M Edge Port
1 LANT 2000000 O
2 LANZ 2000000 |
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Description Factory Default
Bridge Priority
Each bridge is assigned a priority when they are running STP. After the devices
exchange BPDUSs, the lowest priority value becomes the root bridge. Select a 32768
number that is a multiple of 4096 and the range are between 0 and 61440.
Hello Time
Enter the time for the root of the Spanning Tree topology sends hello message.
For example, if the hello time is 2, the root of the Spanning Tree topology
2

sends a “hello” message to other network devices every 2 seconds in the
network. The range is 1~10 seconds.
Forwarding Delay
Enter a waiting time for the device before checking the topology change or not.

15
The range is 4~30 seconds.
Max Age
If the device’s waiting time for receive a hello message is over the Max Age,

20
then it will look itself as a root. The range is 6~40 seconds.
Enable RSTP
Enable or disable the interface to be a node in the Spanning Tree topology. Unticked
Port Priority
Specify the port priority. Lower number means the interface has higher priority;

128
higher number means the interface has lower priority.
Port Cost
Specify the port cost. Lower cost means the interface is more suitable to be a

2000000
node in the Spanning Tree topology.
Edge Port
Specify whether the BPDU go through the port. Check the port as an edge port
None

means no BPDU go through the port.

3.5.4 SNMP Configuration

Simple Network Management Protocol (SNMP) is an application protocol used for exchanging management
information between network devices. SNMP is a member of the TCP/IP protocol suite. SNMP V1, V2 and V3
are supported on the Delta DVW series. When the SNMP protocol version is V1, V2c. the authentication type
use a community string. When the SNMP protocol version is V3, then you need to specify the authentication

type. If you have data encryption requirement, you can specify the privacy type.
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SNMP Configuration

Zancel Apply |

Enahle

Remote management

II

Read community |pl.||:|lic:
Wirite comrmunity |private
SKMP agent version W1, W2e b

Admin authentication type Mo Auth w
Admin privacy type Disable »

Frivacy key

Device object ID

Description Factory Default

Enable
Specify whether the SNMP agent is enabled. None
Remote Management
Specify whether remote user can manage DVW series by SNMP. None
Read Community
Input a community name for the device to be accessed with read-only )
permission. Public
Write Community
Input a community name for the device to be accessed with read/write

o Private
permission.
SNMP Agent Version
Specify the SNMP version of the device. V1, V2c
Admin Authentication Type
Specify the admin authentication type to verify that the message is from a valid
source. It works when SNMP agent version is “V1, V2c, V3" or “V3”.
. No Auth: No Authentication. Only use admin account to access objects. No Auth
. MD5: Use MD5 algorithms for authentication.
. SHA: Use SHA algorithms for authentication.
Admin Privacy Type
Specify the data encryption type. It works when SNMP agent version is “V1, Disabled
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Description Factory Default

V2c, V3" or “V3”.
. Disable: No data encryption.
. AES: Use AES-based data encryption.

. DES: Use DES-based data encryption.

Privacy Key

Input a data key for data encryption. None

Device Object ID

loo

This field displays the Delta DVW series’s OID. Fixed

3.5.5 Storm Control

A traffic storm occurs when incoming packets flood the LAN, which causes the decreasing of the network
performance. Storm control protects can avoid flooding packets affect the network performance. DVW provides
you to configure both Storm Protection and Multicast & Flooding for LAN and WLAN for incoming and outgoing

traffic.

Storm Control

i_ancel Apply

Storm protection () Enable & Disahle

Description Factory Default

Storm Protection

. Enable: Storm protection is enabled.
Disabled

. Disable: Storm protection is disabled.
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3.6 Auto Warning Settings

Industrial Ethernet devices in an industrial environment are very important. These devices usually need to work
for a long time and are usually located at the end of the system. So if the Delta DVW seriess need to be
maintained, it must provide some messages to the maintainer. Even when the maintainers or engineers do not
stay in the control room, they still need to be informed the status of the devices. Delta DVW seriess provides

different approaches to warn engineers automatically, such as log, E-malil, relay output and SNMP trap.

3.6.1 SyslLog

Syslog function provides you to monitor the device. When faults, errors, configuration changes or specified

events happen, this function can generate messages and forward the messages to a specified syslog server.

3.6.1.1 Syslog Event Types

Please check the box to enable the event items. The default settings are disabled (unticked).
AGiHEEMHER
EUH 7 F

S

3=t

MEzh

AN

IPEEE

EEIE

Dot1d #HEFF IR =
Dot1d #fiEaih A0 2 s
ELEE W
WLANE B akin
WLANRIBBREE
WLANE P A F0E
B+

F->% v DI

F - >3% v Powerl

F - >3 v | Power2
FF->7 v|PortLink 1
F ->% v |Port Link 2
F ->x v |Port1DCD
FF->% v |Port2DCD
FF->% v |Port 1DSR
FF->% v|Port2DSR

4 & A K & R AR NN RSN SSRN
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loo

Description Factory Default
Cold Start
Power off and then power on to start the system. Enabled
Warm Start
When the power is still on, restart the system. Enabled
Authentication Failure
Log in failure (wrong ID / Password) Enabled
IP Changed
Change the IP address of the DVW series. Enabled
Password Changed
Change the login password. Enabled
Dotld Bridge New Root
Set up a new root. Enabled
DotldBridge Topology Changed
When error occurred in the bridge root or when it is powered off. The backup
bridge root can be the bridge root of the appointed topology. Enabled
Configuration Changed
Any configuration of the DVW series changed. Enabled
WLAN Connection or Disconnection
When in the Client mode, any wireless device joined or left. Enabled
WLAN Role Change
Operation mode or configuration changed Enabled
WLAN Client Joined / Left
When in the Client mode, any client end joined or left. Enabled
Firmware Update
When updating firmware Enabled
DI (ON—OFF) or (OFF—ON)
Trigger DI to (ON—OFF) or (OFF—ON) Enabled
Power 1/2 (ON—OFF) or (OFF—ON)
Input power 1/ 2 (ON—OFF) or (OFF—ON) Enabled

Port Link 1/2 (ON—OFF) or (OFF—ON)
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Description Factory Default

Pork link 1 / 2 (ON—OFF) or (OFF—ON) Enabled

Port 1/2 DCD (ON—OFF) or (OFF—ON)

DCD detected in the serial port, trigger I/O to (ON—OFF) or (OFF—ON) Enabled

Port 1/2 DSR (ON—OFF) or (OFF—ON)

DSR detected in the serial port, trigger 1/0 to (ON—OFF) or (OFF—ON) Enabled

{00

3.6.1.2 Syslog Server Configuration

This function allows users to have the system log sent to the syslog server once there is any event occurs.

DVW series can configure 1 syslog server and its transport layer protocol is UDP.

Syslog Server Configuration

Cancel Apply

Remote Syslog Enable () Enable &) Disable

Svslog server |

Description Factory Default
Remote Syslog Enable
Enable or disable the remote syslog function Disabled
Syslog Server
The IP address of the syslog server None

Syslog Port

Set up the local UDP port (the setups should be the same as the UDP port of
514
the syslog server , ranging from 1-65535)

3.6.2 E-mail Alarm

When malfunctions, errors, configuration changed, or other appointed events occurred, the system can create

a warning and send the warning to the appointed email address.

3.6.2.1 E-mail Event Types

Please check the box to enable the event items you'd like to be notified. The default settings are disabled

(unticked).
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E-mail Event Types

Cancel Apply

Cold start
Warm start
Authentication failure
IP changed
FPassward changed
Dot1d Bridge Mew Root
Dot1d Bridge Topology Changed
configuration Changed
Firmmare Update
[nl}

Poert

O
(|
O
O
O
(]
O
O
O
O
O
(|

Powver2

Fort Link 1
FortLink 2
Fort1 DCD
Port 2 DCD

Port 1 DSR

Oooooao

Fort 2 DSR

Notice:

Please refer to section 3.6.1.1 Syslog Event Types for more information on the event types.

3.6.2.2 E-mail Server Configuration

The E-mail server parameters can be configured in this page. The maximum e-mail addresses which you can

specify are 4. You can also send Test Mail to see if the email server configuration is complete.

E-mail Server Configuration

Send Test Mail Apply
Mail server(SMTF) 192.168.1.100 |
User name |mai|admin |
Fasswaord ||||||||| |
Frorm e-rail address |D‘v“-N@deIta.|:nm.tw
Ta e-mail address 1 |david@delta.cnm.tw

To e-mail address 3 |

|
|
To e-mail address 2 | |
|
|

To e-mail address 4 |
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Description

Factory Default

Mail Server (SMTP)

Set up the IP address or domain address of the syslog server (SMTP) None
User Name / Password

Set up the user name and the password for the syslog server None
From Email Address

Set up the administrator’s email address; once the warning email is sent, this

email address will be shown on the sender’s section. Up to 63 characters can None
be inputted.

To Email Address 1/2/3/4

Set up the receipt’'s email address; up to 63 characters can be inputted. None

3.6.3 Relay Alarm

Relay alarm is used to monitor power, DI and port status and you can configure the alarm events. When the

event has been triggered, the alarm LED will be ON.

3.6.3.1 Relay Event Types

Please check the box to enable the event items you'd like to be notified. The default settings are disabled

(unticked).

Relay Event Types

Cancel Apply

o]

Powert
Fower?
Fart Link 1
Port Link 2
Fort1 DCD
Fort2 DCD
Fort1 DER
Fort2 DSR

Notice:

Ooooooood

Please refer to section 3.6.1.1 Syslog Event Types for more information on the event types.
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3.6.4 SNMP Trap

NMS (Network Management Station) usually manage and monitor many SNMP agents. If manager
pre-configure the event, then the SNMP agents will send a message as a trap when the event has been

triggered.

3.6.4.1 Trap Event Types

Please check the box to enable the event items you'd like to be notified. The default settings are disabled

(unticked).

SNMP Trap Event Types

Cancel Apply

Cold start O
Warmn start O
Authentication Failure i
IP changed O
Password changed O
Dot1d Bridge Mew Root O
Dot1d Bridge Topology Changed il
DI O
P ower ]
Power2 O
Port Link 1 O
Port Link 2 O
Port1 DCD O
Fort2 DCD O
Port1 D3R O
Port2 DSR (]
Notice:

Please refer to section 3.6.1.1 Syslog Event Types for more information on the event types.

3.6.4.2 SNMP Trap Receiver Settings

Users can set up the SNMP Trap receiver; SMivl MIBs (SNMPv1) and SMIv2 MIBs (SNMPv2c) are supported.
SNMP Trap Receiver Configuration

Cancel Apply

15t Trap version W1 v
15t Trap server IPiname |192.188 1.1 |
15t Trap community |pub|ic |
2nd Trap version
2nd Trap server IPiname |192.168 1 |
2nd Trap cormmunity |prwate |
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Description Factory Default
1st/ 2nd Trap version
Specify the SNMP trap version in SNMPv1 or SNMPV2. V1
1st/ 2nd Trap server IP/name
Enter the IP address or the name of SNMP Trap server in your network. None
1st/ 2nd Trap community
Input the community string for authentication. None

3.7 Monitoring Settings

DVW series provides many monitoring function in this group. Includes alarm tables, Ethernet wire & wireless

status, DHCP client and serial port status.

3.7.1 Email Alarm Table

When Email event has been triggered, this page displays the event and status.

E-mail alarm table

Index Event Status
1 Fart 2 Link down Fail
2 Foweer2 (On--=0ff) Fail
Item Description
Index The index of the event.
Event The event which has been triggered.
Status The status of the event.
3.7.2 Relay Alarm Table
When relay event has been triggered, this page displays the event and status.
Relay alarm table
Index Bvent Relay
1 Poweer2 Off W
2 Port 2 Link down W
Item Description
Index The index of the event.
Event The event which has been triggered.
Status The status of the event.
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3.7.3 Trap Alarm Table

When SNMP trap event has been triggered, this page displays the event and status.

Trap alarm table

Index: Bvent Status
1 Part 2 Link down Success
2 Power2{On--=0ff) Success
Iltem Description
Index The index of the event.
Event The event which has been triggered.
Status The status of the event.

3.7.4 System Log

System log can record all events which happened on DVW series. You can use the Export Log button to

backup the logs.

Logs
Export Log ] [ Clear Lag ] [ Refresh
Current Time: Wednesday, Dec 31, 1969 17:16:01
Iltem Description
Export Log Export all logs to a file.
Clear Log Clear all log on the device.
Refresh Refresh the log page.
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3.7.5 Network Connection Status

Network connection status page provides user to monitor the physical LAN port connection status.

Metwork connection status

LAM1 off
LAMNZ On

3.7.6 AP Client List

AP Client List displays all wireless which associates with DVW series currently. The information includes IP

Address, MAC Address and Device Name.

AP Client List
[ IP Address MAC Address Device Name
1 192.168.1.128 00:03:7F EF:11:22 CRARCWO 2V 2-E2
2 192.168.1.50 60:67:20:0E:B4:80 TWTrINB0359

3.7.7 DHCP Client List

DHCP Client List page displays all the clients which get the IP address from DVW series.

DHCP Client List

Selact all refresh
MAC IP
1 00:03:7fef11:22 192.168.1.128
Item Description
Select All Select all clients on the DHCP Client List.
Refresh Refresh the DHCP Client List
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3.7.8 Serial Port State

Serial Port State page displays the serial port information. You can modify the serial port settings in Port
Configuration page.

Port Setting

Port Interface Operation Function Baudrate Format Flow Control Buffer Size
1 RE232 MODBUS ASCI Slave 8600 bps 8E1 Hone 10mbytes
2 R5232 MODBUS ASCI Slave 9600 hps 8,E1 Hone 10mbytes

3.7.9 Serial Port Statistics

Serial Port Statistics page displays the number of serial Tx and Rx packet number and data transmission status

for each serial port.

Serial Port Statistics

Port Tx Byte Count Rx Byte Count DSR DIR RTS c1s DCD
1 0 0 9 9 (] @ 9
2 0 0 9 9 (] @ 9

3.7.10 Serial Port Error

Serial Port Error page displays the current number of frame, parity, overrun and break errors for each port.

Serial Port Error

Port Frame Error Parity Error Overrun Error Break Error
1 0 1} 0 1)
2 0 i] 0 1}

3.7.11 Serial Port Log

Serial Port Log page displays the logs of serial port. Users can choose to see contents of one single port or

contents of the sent and received data.

Serial Port Log

Port1 Port2
ALL Clear

Send

Receive
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Item Description
Port1/2 Display the contents of the sent and received data in port 1 or 2
Send Clear the contents of the sent data in port 1 or 2
Receive Clear the contents of the received data in port 1 or 2
All Clear Clear the every content of the sent and received data in port 1 or 2
Clear Clear the contents of the sent or received data in port 1 or 2

{00

3.8 Management Access

Delta DVW series supports not only web interface to manage the device. You also can use CLI (Command Line

Interface) to configure the DVW series by Secure Shell (SSH) and Telnet.

3.8.1 SSH Configuration

You can configure SSH configuration in this page.

S5H Configuration

iZancel Apply
S5H (' Enable & Disable
Description Factory Default
SSH
Specify the status of SSH.
. Disable: SSH is disabled. Disabled
. Enable: SSH is enabled.

3.8.2 Telnet Configuration

You can configure Telnet configuration in this page.

Telnet Configuration

Zancel Apply

Telnet ) Enable & Disahle
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Description Factory Default
Telnet
Specify the status of Telnet.
. Disable: Telnet is disabled. Disable
. Enable: Telnet is enabled.

3.9 Maintenance

Maintenance functions provide some tools for administrator to upgrade, backup data and diagnose the

network.

3.9.1 Session Timeout

Users can set up the login overtime, once the login time is over the time set, a warning will show up and ask

users to log in again. It is suggested to use this function to enhance security.

Session Timeout

Cancel Apply

Session Timeout (minutes) 0 (0 to 60)

Description Factory Default

Session Timeout (minutes)

Set up the login overtime
. Set up the login overtime in the range of 1-60 mins 5 minutes

. Set up the overtime to 0 and this function will be disabled.

3.9.2 Password

You can change the password of the administrator account. We recommend you change the password
regularly. For security reasons, please change the default password “password”.

Set Password

Zancel Apply

0ld Passward | |

Set Password | |

Repeat New Password | |
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Description Factory Default
Old Password
The current password None
Set Password
Set up a new password None
Repeat New Password
Input the new password again None

Notice:

For the system security, please do not use the default password and please set a new

administrator password during the initial configuration.

3.9.3 Ping

Ping function can help administrator to diagnose the network status. Input the IP address which you want to

check the connection.

Ping

Destination 192.168.1.10

PIMG 192 168.1.10 (192 168.1.10); 56 data bytes

64 bytes from 192168110 icmp_seq=0 =128 time=1.5 ms
64 bytes from 192168110 icmp_seq=1 =128 time=0.2 ms
64 bytes from 192168110 icmp_seq=2 ft=128 time=0.2 ms
64 hytes from 192.168.1.10: icmp_seq=3 ft=128 time=0.2 ms

- 192168.1.10 ping statistics -
4 packets tfransmitted, 4 packets received, 0% packet lozs
round-trip minfavaimax = 0.200.5/1.5 ms

Description Factory Default

Destination

Input the IP address of the connection that you'd like to check. None
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3.9.4 Firmware Upgrade

The DVW regularly releases new firmware versions to enhance product performance and add more functions.
It's highly recommended to check and perform a firmware upgrade for your DVW series periodically. You can

download the latest firmware file from Delta’s download center.

Firmware Upgrade

Locate and select the upgrade file on your hard disk.
| Choose File | No file chosen

Cancel Upload

Notice:
. Please backup your DVW configurations before performing a firmware upgrade.

. Do NOT turn off the DVW during a firmware upgrade; otherwise an unexpected error

may occur to your DVW.

. It's recommended to RESTORE TO FACTORY DEFAULT SETTINGS after performing

a firmware update.

3.9.5 Log Export

Log export function can help you to save the log file in your PC or storage devices.

Log Export

Save a copy of log messages

3.9.6 Config Import Export

The config file can be saved in your PC or storage devices. And you can import the config file to another DVW

series.

Config Import Export

Save a copy of current settings

Restore saved settings from a file
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3.9.7 Reset to Default
After you click the Erase button, the settings on DVW will revert to factory default settings.

Reset to Default

Revert to factory default settings
Erase

3.9.8 Reboot

The reboot function can reboot DVW via web interface.

Reboot

Clicking Rehoot button will disconnect all connections and restart the device.

Reboot

3.9.9 Logout

Logout can disconnect the HTTP session. After you finish the configuration, we recommend you logout for

security reasons.
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N

Delta has many kinds of industrial products and network devices. If user has many Delta products, IEXplorer
utility can provide you to search them via one interface. IEXplorer utility can search for IES series products,
DVP series products and some Delta products which have extend communication card. It can help you know
the IP address of the device, modify the configuration and upgrade the firmware.

IEXplorer utility supports these models:

* DVS-110W02-3SFP

* DVS-108W02-2SFP

*  DVW-W02W2-E2

*  DVW-W02W2-E2-CN

* |FD9506

* |FD9507

e RTU-ENO1

e DVPENO1-SL
* DVP12SE

* DVP-FENO1
« DVPSCM12-SL
* DVPSCM52-SL

e ASDA-M
e CMC-MODO1
* CMC-EIPO1

More models coming soon
Compatible OS: Window XP SP2, Window 7 (32/64 bits)

4.1 Starting the Configuration

After you finish the installation, you can find the IEXplorer icon on the desktop. Double-click the icon to run the

program.
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After double-clicking the icon, you can see the IEXplorer interface as below:

;7 IEXplorer - [Search]

A AELTA Rugged Ethernet Switch

Smarter. Greaner. Tog ether,
Firmware Wersion = Zerial Mumber

[F Address MAC Address

Device Name hodel
May_DWVFPI123E DYPI1Z3E 172.16.155.98 00-18-23-10-80-3C 1,50
May_ZAZ ENOL DYWPENO1-SL 172,16.155.86 00-18-23-10-01-96 20

192.168.1.5 22-33-44-55-66-77 0.9 Unknown

DVE-110W02-35FF

I EE |

4.1.1 Device

There are three items in Devices: Search, Virtual COM and Exit.

i IEXplorer - [Search]

:| Device | Settings  Toolz  Help
Search o) ey A
Virtual Com

Exit

A0\ NELTA

Smarter. Grasner Tng&ther.
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4.1.1.1 Search

When utility can't find any devices, the message box pops-up.

3

L] 'f Cannot find ary devices on the local network,

L

The auto search function performs every 1 minute. If the device doesn’t exist anymore, then it will be moved

from list view.

4.1.1.2 Virtual COM

When you select Virtual COM, the Virtual COM in DCISoft will be executed.

£ VirtualCOM - Configuration =] EEX
Fils Edit Help

+

COMPort | «= | IP &ddress [ Port | Module | Module Name
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Note:

Create |E

— Parameter

COMPot  |COM2 -

IP Addeess | . . .

Listen Port I

Mlodule Mame I

(0):% Cancel

Before you create a virtual COM port, we recommend you use tool’s scan function

replace input IP address manually.

4.1.2 Settings

IEXplorer utility provides two ways to configure the devices. You can configure the basic settings via Device
Configuration or configure completely settings via Open Configuration Web Page. The Settings item only

can be clicked when you select DVS or DVW series products in list view.

(> IEXplorer - [Search]

i Device Tool:  Help

ﬁ Devvice Configuration
—— Open Configurstion Web Page

A NELTA

Smarter. Greaner. Together.
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4.1.2.1 Device Configuration

The login ID and password are the same as the web interface.

i3 IEXplorer - [Login Administrator]

i Device Settings  Tools Help

ReeN?)

Smarter. Greener. Together.

Administrator Name: |
Administrator Passwond: | |
#IES | I ]
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After the authentication progresses, the basic setting interface displays as below:

’ IEXplorer - [DeviceConfigurationfrm]

Settings Tools  Help

RN RS RN 7

Smarter. Greaner. Tagethar.

{ Basic | Password |

Device Feview

Firmware Version

[OK ] [c:amel]

You can configure the device name, IP information, modify the password, and reset it to factory default setting

in this interface.
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4.1.2.2 Configuration Web Page

If you select Open Configuration Web Page, the web interface will be display.

A Please Login - Microsoll Inlernel Explorer
Fly Bl e Favoeis  Tods  Hedp -

Qs - © (8] [@ @ P Frromn @3- 25 B

dddr=ss @] hetpfLez, 160, LE] v.i_GD EE
Username l
Password .
£lnaw B ienw
Note:

’EI% You can double-click the device in list view to open the configuration web page. If
the device which you select doesn’t belong to a DVS or DVW series device, then

utility will open DCISoft for you to configure the device.

4.1.3 Tools

Please select the device before using the functions in Tools item.

i+ IEXplorer - [Search]
: Device Zettings m Help

% | & 9 | Parameter Import
Parameter Export

Device Eeboot

Update Firmware

hhli ]

Smarter. Greaner. Together
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4.1.3.1 Parameter Import

After Parameter Import is selected, a window will pop up for you to select a file imported to the device.

Importing a file to multi devices is supported.

Look in: |h |Explarer v| ) j‘ -1 v
iy Een
il 23 [ﬁImages

My Recent [Zlog
Documents | [C3)Resources

7 Stftp
[ |5 zh-Hans
Dieskiop |3 zh-Hant
ﬂIExplurer

IExplorer . exe. config
IE¥plarer, exe logdnet
\_’-ﬂ IEsplorer exe,manifest
\_’-ﬂ IP&ddressControlLib, di
\_{ﬂ log4net. dil
MaoduleCode

2] TFep, Mt i

2>

by Documents

@

by Camputer

File narme: ‘ b ‘ [ Open ]

@

My Mebwark Files of type: | v| [ Cancel ]
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4.1.3.2 Parameter Export

After Parameter Export is selected, a window will pop up for you to select the path to export the file.

: Save As E]

Savein: |B |E¥plarer v| 0 T e o

=
) Images
My Recent (Slag
Documents | Resources
[CHtp
|C)zh-Hans

Desktop I)zh-Hant

E

M

¥

ty Documents

N

ky Carmputer
‘g File name: |E:-:pu:|rl File hd | I Save ]
by Metwark Save a3 type: | CSY [cav] v | [ Cancel ]

4.1.3.3 Device Reboot

IEXplorer supports you to reboot the device via utility.
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4.1.3.4 Update Firmware

After you select Update Firmware, a window will pop up for you to select the firmware file.

Loak. irn: ‘@IEXplorer v| (€] |jf - M-

Ien

) Images
My Fecent  [(Dlog
Documents | |5 Resources

= [tftp
L_ IC5)zh-Hans
Desktop [ zh-Hant
ﬂIEXplurer

. IEXpIDrer.exe.conFig
:) IExplorer, exe. logdnet
' IExplorer. exe.manifest

My Documents
2 IPAddressCaontrolLib.di

Iog4net.dll
g’ Mu:u:luleCu:u:Ie
% TFtp. Net.dl
by Computer P
g File name: | e | L Open J
bl Mtk Files of type: | v| [ Cancel ]

4.1.4 Help

After the About item in Help is selected, an information message window of IEXplorer will pop up.

(> IEXplorer - [Search]

: Device Sethings

QE &89

Smarter. Greaner. Together.
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IEXplorer
WVersion: 1.0.0.0

Feleaze Date: 90202013
Copyright © 2013 Delta Electrondes, Ine
A1 rights resernved,

Internet:  wewew delta com b
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A.1 Private MIB Group

Delta switch not only support standard MIBs, it also provide private MIBs. You can use SNMP tool to configure
or monitor the switch’s configuration. The private MIBs are the same as standard MIBs, displays like a web tree.
It's easily to understand and use, you don’t need to learn or find where the OIDs of the commands are.

Private MIB can be found in product CD if you need to use it.

& Loaded MibModules
+- % DELTA-OIDS
5 &% DVS-DHCP-SERVER-MIE
_d
= enterprises
- delta
=5 iabu
= industrial Switch
= dvs 11 w2
= dvslP
+-[7] dvsip
-] dvsicmp
-] dvsudp
-7 dvscidr
-] dvsirdp
-] dvsRarpclient
-] dvsRarpserver
-] dvssystemresize
-] dvslogandirace

b

pre [y N oy OO o Oy OO o Oy O oy O
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B.1 MODBUS TCP Map

Address Offset | Data Type | Description
System Information
0x0000 1 word Reserved
0x0001 1 word Reserved
0x0002 1 word Reserved
Firmware Version
0x0003 1 word Hi byte = major

Lo byte = minor

Firmware Release Date

Word 0 Hi byte = day

Word 0 Lo byte = clock

0x0004 2 word Word 1 Hi byte = year

Word 1 Lo byte = month

Ex: 20120918, PM9:00

Word 0 = 0x1215, Word 1 = 0x0C09

Vendor Name = "Delta Electronics, Inc."
Word 0 Hi byte ='D'
Word 0 Lo byte ='¢'
Word 1 Hi byte ="'l
Word 1 Lo byte ='t'
Word 2 Hi byte ='a'
Word 2 Lo byte ="'
Word 3 Hi byte = 'E'
Word 3 Lo byte ='I'
Word 4 Hi byte ='e'
Word 4 Lo byte ='c'
Word 5 Hi byte = 't'
Word 5 Lo byte ='r'
Word 6 Hi byte ='o'
Word 6 Lo byte ='n’
Word 7 Hi byte =i’
Word 7 Lo byte ='c’
Word 8 Hi byte ='s'
Word 8 Lo byte =",
Word 9 Hi byte ="
Word 9 Lo byte =T’
Word 10 Hi byte ='n'

0x0010 20 words

Word 10 Lo byte ='c’
0x0010 20 words Word 11 Hi byte ="'
Word 11 Lo byte ="\0'
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Address Offset Data Type Description

Ex: Product Name = "DVW-WO02W2-E2"
Word 0 Hi byte ='D'
Word 0 Lo byte ='V'
Word 1 Hi byte = W'
Word 1 Lo byte ="'
Word 2 Hi byte ='W'
Word 2 Lo byte ='0'
0x0030 20 words Word 3 Hi byte = '2'
Word 3 Lo byte ='W
Word 4 Hi byte = '2'
Word 4 Lo byte ="'
Word 5 Hi byte = 'E'
Word 5 Lo byte =2
Word 6 Hi byte ="\0'
Word 6 Lo byte ="\0'

0x0050 20 words Serial Number

Ethernet MAC Address

Ex: MAC =00:11:22:33:44:55
Word 0 Hi byte = 0x00

Word 0 Lo byte ='0x11

Word 1 Hi byte = 0x22

Word 1 Lo byte = 0x33

Word 2 Hi byte = 0x44

Word 2 Lo byte = '0x55

0x0070 3 words

Ethernet IP Address
Ex: IP=192.168.1.5
Word 0 = 0xCOA8
Word 1 = 0x0105

0x0073 2 words

Ethernet Netmask
Ex: Mask = 255.255.255.0
Word 0 = OxFFFF
Word 1 = OxFF00

0x0075 2 words

Ethernet Gateway IP Address
Ex: IP =192.168.1.1

Word 0 = OxCOAS8

Word 1 = 0x0101

0x0077 2 words

Power 1 Status
0x0080 1 word 0x0000: OFF
0x0001: ON

Power 2 Status
0x0081 1 word 0x0000: OFF
0x0001: ON

DO 1 Status
0x0090 1 word 0x0000: OFF
0x0001: ON

DI 1 Status

0x00A0 1 word 0x0000: OFF
0x0001: ON
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Address Offset |

Data Type

\ Description

Ethernet Port Information

0x1000 ~ 0x1001

1 word

Port 1 to 2 Status
0x0000: Link down
0x0001: Link up
OxFFFF: No port

0x1100 ~ 0x1101

1 word

Port 1 to 2 Communication Format
0x0000: 10M-Half

0x0001: 10M-Full

0x0002: 100M-Half

0x0003: 100M-Full

0x0004: 1000M

OxFFFF: No port

0x1200 ~ 0x1201

1 word

Port 1 to 2 Flow Control
0x0000: OFF

0x0001: ON

OxFFFF: No port

Ethernet Packet Information

0x2000 ~ 0x2003

2 words

Port 1 to 2 Tx Packets

Ex: Port 1 Tx Packet Amount = 0x33221100
0x2000 = 0x3322

0x2001 = 0x1100

0x2100 ~ 0x2103

2 words

Port 1 to 2 Rx Packets

Ex: Port 1 Rx Packet Amount = 0x33221100
0x2100 = 0x3322

0x2101 = 0x1100

0x2200 ~ 0x2203

2 words

Port 1 to 2 Tx Error Packets

Ex: Port 1 Tx Packet Amount = 0x33221100
0x2200 = 0x3322

0x2201 = 0x1100

0x2300 ~ 0x2303

2 words

Port 1 to 2 Rx Error Packets

Ex: Port 1 Rx Packet Amount = 0x33221100
0x2300 = 0x3322

0x2301 = 0x1100

Ser

ial Port Information

0x3000 ~ 0x3003

2 words

Port 1 to 2 Tx Packets

Ex: Port 1 Tx Packet Amount = 0x33221100
0x3000 = 0x3322

0x3001 = 0x1100

0x3100 ~ 0x3103

2 words

Port 1 to 2 Rx Packets

Ex: Port 1 Rx Packet Amount = 0x33221100
0x3100 = 0x3322

0x3101 = 0x1100

0x3200 ~ 0x3203

2 words

Port 1 to 2 Tx Error Packets

Ex: Port 1 Tx Error Packets Amount = 0x33221100
0x3200 = 0x3322

0x3201 = 0x1100

0x3300 ~ 0x3303

2 words

Port 1 to 2 Buffer Size in use
Ex: Port 1 Buffer Size = 0x33221100
0x3300 = 0x3322

0x3301 = 0x1100
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Address Offset | Data Type | Description

WLAN Port Information

WLAN Operation mode

0x0000: AP mode

0x0001: Client mode

0x4000 1 word 0x0002: WLAN bridge (point to point)
0x0003: Wireless distribution system (point to
multipoint)

0x0004: Repeater mode

WLAN Transmission mode
0x0000: Auto

0x0001: 802.11a

0x0002: 802.11b

0x0003: 802.11g

0x0004: 802.11n

0x4100 1 words

Alarm

Cold start alarm
0x0000: OFF
0x0001: ON
OxFFFF: Disable

0x5000 1 word

Warm start alarm
0x5001 1 word 0x0000: OFF

0x0001: ON

LAN link up alarm
0x5003 1 word 0x0000: OFF

0x0001: ON

Power state on alarm
0x5004 1 word 0x0000: OFF
0x0001: ON

Power state off alarm
0x5005 1 word 0x0000: OFF
0x0001: ON

Dl on alarm
0x5006 1 word 0x0000: OFF
0x0001: ON

DI off alarm
0x5007 1 word 0x0000: OFF
0x0001: ON

authentication failure alarm
0x5008 1 word 0x0000: OFF
0x0001: ON

dotld Bridge New Root alarm
0x5009 1 word 0x0000: OFF
0x0001: ON

dotld Bridge Topology Changed alarm
0x500A 1 word 0x0000: OFF
0x0001: ON

Configuration Changed alarm
0x500C 1 word 0x0000: OFF
0x0001: ON

Firmware update alarm
0x500D 1 word 0x0000: OFF
0x0001: ON
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Address Offset

Data Type

Description

0x500E

1 word

IP changed alarm
0x0000: OFF
0x0001: ON

O0x500F

1 word

Password changed alarm
0x0000: OFF
0x0001: ON

0x5016

1 word

DCD change alarm
0x0000: OFF
0x0001: ON

0x5019

1 word

DSR change
0x0000: OFF
0x0001: ON

IABU

Internal Data ( Ox2B )

Device ID Code

Object ID

Description

0x01

o

0x00

Vendor Name
"Delta Electronics, Inc."

0x01

Product Code
"DVW-WO02W2-E2"

0x02

Firmware Version
Major.Minor

Example: Major = 1, Minor = 2, Length = 4

Data byte 0:
Data byte 1:
Data byte 2:

l|31l|

||30||

Data byte 3: "32"
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